
Everett School Employee Benefit Trust 
2016-17 

Meeting Calendar 
 

Approved: March 16, 2016  
Revised: June 15, 2016  
Revised: August 24, 2016  

 
Trust meetings will be held on Wednesdays at 4:00 p.m. (unless otherwise noted below) at the 
Community Resource Center (CRC) located at 3900 Broadway in Everett. 
 
 

Date Time Conference Room 

August 9, 2016* 4:00-6:00 p.m. Monte Cristo Room 

August 24, 2016* 2:00-4:00 p.m. Port Gardner Room B 

September 14, 2016* 4:00-6:00 p.m. Port Gardner Room B 

September 28, 2016** 4:00-6:00 p.m. Monte Cristo Room 

October 19, 2016* 4:00-6:00 p.m. Port Gardner Room B 

November 16, 2016* 4:00-6:00 p.m. Port Gardner Room B 

December 14, 2016 4:00-6:00 p.m. Monte Cristo Room 

January 18, 2017  4:00-6:00 p.m. Port Gardner Room B 

February 15, 2017 4:00-6:00 p.m. Port Gardner Room B 

March 15, 2017 4:00-6:00 p.m. Port Gardner Room B 

April 19, 2017* 4:00-6:00 p.m. Port Gardner Room B 

May 17, 2017* 4:00-6:00 p.m. Port Gardner Room B 

June 14, 2017* 4:00-6:00 p.m. Port Gardner Room B 

 
*Consultant(s) attending 
**Special meeting added 8/24/16 
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July 

 Beginning of Fiscal year 
  

July 1 
 

August 
 Consultant presents proposed plan renewals and rates for 

upcoming Fiscal year to the Trustees (Sean) 
 Trust audit by independent auditor (Darla) 

  
Mid-Late August 

 
Consultant 
attending 

 
September 

 Finalize upcoming fiscal year plans and rates with 
consultant (Sean) 

 Approve annual budget (Trustees) 
 Open enrollment materials are prepared by the Benefits 

Department (Randi) 
 Review and approval of audit by independent auditor 

(Darla) 
 United Health Care claims data and appeals results (Sean) 

  
Consultant 
attending 

October 
 Plan documents are finalized between the Consultant and 

Human Resources (Sean/Randi) 
 Open enrollment begins (Randi) 

 

  
Consultant 
attending 

November 
 Open enrollment closes (Randi) 
 Investment Summary Review (Jayson) 
 Annual investment policy review and recommendations 

from investment consultant (Jayson) 
 Review performance of investment manager(s) (Jayson) 

  
Consultant 
attending 

December 
 Approval of Annual investment policy review by Trustees 

(if revisions are proposed in November) 
 Quarterly EAP report (Randi) 

 

  
 

January 
 Human Resources provides an update on Open 

Enrollment processes and participation (Randi) 
 

  
 

February 
 Review Fiduciary Liability Insurance Renewal (Darla) 
 United Health Care claims data and appeals results 

  
 

March 
 Approve Fiduciary Liability Insurance Renewal (Darla) 
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April 
 Begin preliminary discussion with consultants on plan 

renewals (Sean) 
 Review Operational Manual (Trustees) 
 Quarterly EAP report (Randi) 
 Investment Manager presentation (Becker & Jayson) 
 Establish and adopt annual regular meeting calendar for 

the upcoming fiscal year (Trustees) 

  
Consultants 

attending 

May 
 Review Auditor Engagement for annual audit (Darla) 
 Review Consultant Engagement/Budget for upcoming fiscal 

year (Sean) 
 Review performance of investment consultant (Executive 

Session) 
 Review annual Wellness Program plan and budget (Rickie 

Lee) 

  
Consultant 
attending 

June 
 Approval of Auditor Engagement for annual audit (Darla) 
 Approval of Consultant Engagement/Budget for upcoming 

fiscal year (Sean) 
 Approval of annual Wellness Program plan and budget 

(Rickie Lee) 
 End of year Wellness Program report (Rickie Lee) 
 Rotation of Trust Officers (Trustees) 
 Review Compensation for Trust financial and support 

services (Executive Session) 
 End of Fiscal year 

  
Consultant 
attending 

 
 
 
 
 

June 30 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32986/230.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32987/230P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32988/240.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32989/250.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32990/250P.pdf
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-33008/491P.pdf
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ADMINISTRATION 
 
 
General Administration 
The goal of the Administration Policy is to enable the Trustees for the Everett School Employee 
Benefit Trust (“Trustees”) to administer the Everett School Employee Benefit Trust (“Trust”) in 
accordance with the terms of the Trust document, benefit document(s), Title 48, Chapter 62 
RCW, if the Trust self-insures any Trust benefits, District policies and procedures, and 
procedures adopted by the Trustees.  The Trust is sponsored by the Everett School District 
(“District”) and the Everett Education Association (“Association”). 
 
Responsibilities 
The Trustee’s key administrative responsibilities are grouped by type of responsibility and are 
generally described below.  The following is not intended to be a comprehensive listing of all 
responsibilities.  From time to time, the Trustees shall review updates on typical administrative 
committee practices and may revise the following administrative responsibilities by Trustees 
action.  The Trustees will develop appropriate procedures to address these responsibilities: 

• Selection, appointment and monitoring any external third-party administrator, Trust fund 
investment advisor or manager, consultant or other advisor. 

• Interpreting Trust document and benefit document terms. 

• Appoint claims administrator(s) to determine initial claims for benefits funded directly by the 
Trust, and decide all benefit claim appeals in accordance with the claims procedures 
contained in the benefit documents specified in Appendix I of the Trust document. 

• Select insurance carriers for benefits funded through insurance purchased by the Trust.  Such 
insurance carriers must be licensed or authorized by the State of Washington to transact 
insurance in the State of Washington. 

• Providing benefit statements. 

• Ensuring only appropriate expenses are paid with Trust funds. 
 
The Trustees may adopt such additional rules and procedures as it deems desirable for the 
conduct of its affairs, managing and controlling the Trust and administration of the benefits 
funded by the Trust, provided that any such rules and procedures shall be consistent with the 
provisions of the Trust document, other District policies and procedures, RCW 48.62 and its 
implementing regulations, and if the Trust self-insures any Trust benefits. 
 
The Trustees will develop and adopt procedures for carrying out this policy. 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised: January 24, 2011  
Revised: October 16, 2013  

http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62
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ADMINISTRATION 
 
 
Trust Administration  
The administration of the Trust in accordance with the terms of the Trust document, benefit 
document(s), applicable District policies and procedures through administrative procedures 
adopted by the Trustees, and if the Trust self-insures any Trust benefits, RCW 48.62 and its 
implementing regulations are vital to the Trust and to the District. As provided by the terms of 
the Trust, the District will maintain at least a fifty percent voting control of the Trust. 
 
 
Cross References: Trust Policy 100 General Administration 
 Trust Procedure 100.2P  Adopting Procedures 
 Trust document Benefit documents specified in Appendix I 

of the Trust document 
 
 
Legal References: RCW 48.62.121(1) General operating regulations—Employee 

remuneration—Governing control—School 
districts—Use of insurance producers and 
surplus line brokers—Health care services—
Trusts 

 WAC 200-110-010 et seq. Local government self-insurance and 
welfare program requirements—Preamble 
and authority 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised: January 24, 2011  
Revised:  October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32968/100.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32964/100.2P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.121
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-010
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ADMINISTRATION  
 
 
Adopting Procedures 
The Trustees shall take reasonable actions to adopt procedures for administering the Trust and 
for executing Trust policies. Proposed procedures shall be circulated in draft form to the Trustees 
to ensure time for review and shall be approved at a subsequent Trustee meeting. 
 
If the Trust self-insures any Trust benefits, prior to implementing the following changes, the 
Trustees will request in writing and receive approval from the state risk manager: 

• Elimination or reduction of stop-loss insurance; 

• Acceptance of any loans or lines of credit; 

• Provision of services to nonmembers; or 

• Addition of members of other entity types than those included in the original application 
approved by the state risk manager. 

 
 
Cross References: Trust Policy 100 General Administration 
 Trust Policy 110 Trustees 
 Trust Policy 130 Administrative Authority 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32968/100.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32960/110.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32962/130.pdf
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ADMINISTRATION 
 
 
Third Party Administrators, Consultants, Advisors and Insurers 
The Trustees shall select, appoint and monitor any external third-party administrators (“TPA”), 
consultants, other advisors or insurers.   
 
When selecting a TPA, consultant, other advisor or insurer the Trustees shall consider:   

1. The TPAs, consultants, other outside advisors or insurers responsiveness, accuracy and 
business stability. 

2. The TPAs, consultants, other outside advisors or insurers ability to meet the Trust’s needs 
including, benefit administration, legal compliance, benefit projections and communications. 

3. With respect to the TPA only, the TPA’s technology (consideration of whether the District’s 
current technology is compatible with and can interface the TPA’s technology). 

 
If the Trust self-insures any Trust benefits that are to be administered by a TPA, contracts with 
such TPAs are subject to the following requirements: 

1. The TPA, the actuary, and the broker of record must contract separately with the Trust. 

2. The contract must require that a written statement be submitted to the Trust on a form 
provided by the state risk manager providing assurance that no conflict of interest exists. 

3. TPAs shall be selected using a competitive solicitation process. 

4. The contract must include a complete written description of the services to be provided, 
remuneration levels, contract period and expiration date. 

5. The contract must provide for the confidentiality of the Trust’s information, data and other 
intellectual property developed or shared during the course of the contract. 

6. The contract must provide for the Trust’s ownership of the information, data, and other 
intellectual property developed or shared during the course of the contract. 

7. The contract must provide for the expressed authorization of the Trust, the Trust’s 
consultants, the state auditor, the state risk manager, or their designees, to enter the TPA’s 
premises to inspect and audit the records and performance of the TPA which pertain to the 
Trust and to obtain such records electronically so that audit travel costs can be eliminated or 
reduced. 

8. The contract must require compliance with all applicable local, state and federal laws.  

9. The contract must contain indemnification provisions and set forth insurance requirements 
between the parties. 

 
The Trustees monitoring function shall include: 

1. Periodic evaluations of the TPA, consultant or other advisor. 

2. Meetings with the TPA, consultant or other advisor. 

3. Discussion and resolution of problems. 
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Cross References:  Trust Procedure 110.7P Delegation of Duties 
 District Policy 5225 Technology 
 District Procedure 5225P Technology 
 
 
Legal References: WAC 200-110-100 Standards for management—Standards for 

contracts—Third-party administrator 
contracts. 

 WAC 200-110-150 Standards for management and operations—
Conflict of interest. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August, 29, 2005  
Revised: January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32975/110.7P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5933/5225%20Technology.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5934/5225P%20Technology.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-100
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-150
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ADMINISTRATION  
 
 
District or Association Action 
Any decisions or actions by the District or Association pursuant to the provisions of the Trust 
shall be evidenced by a written instrument executed by the District or Association respectively or 
anyone authorized to take such action as a representative of the District or Association.     
 
 
Cross Reference: Trust document Section 4.10 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION  
 
 
Non Discrimination 
The Trustees shall administer the benefits funded directly by the Trust in a nondiscriminatory 
manner, in accordance with the District’s policy on non discrimination and affirmative action 
and the District’s equity policy. 
 
If the Trust self-insures any Trust benefits, contribution rate schedules shall be consistent and 
nondiscriminatory among beneficiaries. This provision is not intended to prohibit choice of 
coverage for beneficiaries, classes of beneficiaries, or bargaining groups from the options offered 
by the Trust, or to prohibit different contribution schedules between classes of beneficiaries or 
bargaining groups. 
 
 
Cross Reference: Board Policy 5010 Nondiscrimination and Affirmative Action 
 
 
Legal Reference: WAC 200-110-050 Nondiscrimination in contributions 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised:  January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-741/5010%20Affirmative%20Action%20and%20Nondiscrimination.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-050
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ADMINISTRATION 
 
 
Trustees 
The role of the Trustees is to manage and control the Trust and to administer the benefits funded 
directly by the Trust.  The Trustees are the “Administrator” under the terms of the Trust.  
Pursuant to the Trust document, the Trustees are appointed by the District and the Association.  
 
 
Cross References: Trust Policy 100 General Administration 
 Trust Procedure 110.1P  Membership 
 Trust Policy 120 Trust and Plan Terms 
 Trust Policy 130 Administrative Authority 
 Trust document Preamble 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32968/100.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32969/110.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32961/120.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32962/130.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf


110.1P 
Page 1 of 1 

 
 
ADMINISTRATION 
 
 
Membership 
The appointment of, resignation, removal and succession of Trustees is determined as follows: 
 
Removal of Trustee 

The District may remove any Trustee appointed by the District at any time by delivery to such 
Trustee, and to the other Trustees then acting, an instrument signed by the District.  Likewise, the 
Association may remove any Trustee appointed by the Association at any time by delivery to 
such Trustee and to the other Trustees then acting, an instrument signed by the Association. 
 
Resignation of Trustee 

Any Trustee may resign, without the permission of any court or judge and without first 
accounting for his actions as Trustee, by giving written notice to the District, Association and to 
the other Trustees then acting, but the foregoing shall not relieve any Trustee so resigning of the 
obligation ultimately to account for his or her actions as such Trustee. 
 
Appointment of Successor Trustees 

In the event of the death, resignation or removal for any reason of any Trustee, a successor 
Trustee may be appointed by an instrument signed by the District or Association, accepted in 
writing by such successor Trustee, copies of which shall be delivered by the District or 
Association to the other Trustees then acting.  The District shall appoint the successor of a 
District Trustee and the Association shall appoint the successor of an Association Trustee.   
 
 
Cross References: Trust Policy 110 Trustees 
 Trust Policy 120 Trust and Plan Terms 
 Trust document Section 5 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32960/110.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32961/120.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Appointments 
The Trustees shall select a Chairperson and Secretary who shall serve for terms of one fiscal year 
and until selection of their successors. For the first year of existence of the Trust, the Chairperson 
position shall be filled from the District-appointed Trustees and the Secretary position shall be 
filled from the Association-appointed Trustees. For the second and all succeeding years, the 
position of Chairperson and Secretary shall alternate between the respective Trustee groups. 
Each Trustee group shall select the individual who will serve in the appropriate capacity from 
among its own members by majority vote. 
 
 
Cross Reference: Trust Policy 120 Trust and Plan Terms 
 Trust document Section 4.7(d) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32961/120.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Meetings 
The Trustees shall annually set a calendar of meeting dates and will meet as often as is necessary 
to carry out the purpose of the Trust, and special meetings will be called as necessary.   
 
The Chairperson may schedule meetings, including special meetings, with seventy-two (72) 
hours notice. In cases of emergency, the seventy-two (72) hour notice is not required. Further, 
any two (2) Trustees may call a meeting of the Trustees at any time by giving at least ten (10) 
days written notice of the time and place of the meeting to each of the other Trustees. Meetings 
of the Trustees may also be held at any time without notice if all of the Trustees consent thereto. 
 
 
Cross Reference: Trust document Section 4.7(b) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Trustee Action 
Decisions or actions of the Trustees taken at any meeting shall be determined by majority vote of 
the Trustees present at the meeting, provided that a quorum is present. A quorum shall require 
four (4) Trustees be present with at least 50 percent of those Trustees present representing the 
District. No proxy voting shall be allowed. In the event of a deadlock among the Trustees, no 
decision or action shall be taken by the Trustees.  
 
 
Cross Reference: Trust document Section 4.7(c) 
 
 
Legal Reference: RCW 48.62.121(2)(iii)  (Applies only if the Trust self-insures any 

Trust benefits.) General operating 
regulations—Employee remuneration—
Governing control—School districts—Use 
of insurance producers and surplus line 
brokers—Health care services—Trusts  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised:  January 24, 2011  
Updated: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.121
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ADMINISTRATION 
 
 
Agendas, Minutes and Records 
 
1. The Chairperson shall establish agendas for the Trustees’ meetings. The Chairperson shall 

endeavor to provide the agenda, together with materials relating to the subject matter of each 
meeting, to the Trustees prior to each meeting.   

2. Minutes shall be kept of all Trustee meetings. The minutes shall be circulated in draft form to 
the Trustees to ensure an accurate record, and shall be approved at a subsequent Trustee 
meeting.  

3. The Chairperson may delegate his or her responsibilities regarding agendas, minutes and 
records, in accordance with the Trust’s delegation procedure. 

4. The Trustees shall keep records of all decisions regarding benefit document interpretations 
and benefit claim determinations. 

 
 
Cross References: Trust Procedure 110.7P Delegation of Duties 
 Trust Procedure 410.1P Claims Procedure 
 Trust Policy 430  Health Insurance Portability and 

Accountability Act of 1996 (HIPAA) – 
Privacy and Security (referencing HIPAA 
Privacy Manual, as amended for Security) 

 Trust Policy 450 Records Retention and Management 
 District Policy 6560 Records Management and Retention  
 District Procedure 6560P Records Management and Retention  
 

 General Records Retention Schedule, School Districts and Educational 
Districts, provided by the Office of the Secretary of State, Division of 
Archives and Records Management  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32975/110.7P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32995/410.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32999/430.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-33001/450.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44115/6560%20Records%20Management%20and%20Retention.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44116/6560P%20Records%20Management%20and%20Retention.pdf
http://www.sos.wa.gov/_assets/archives/RecordsManagement/School-Districts-and-Educational-Service-Districts-RRS-ver-8.0.pdf
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ADMINISTRATION 
 
 
Signing of Documents  
Documents may be signed for the Trustees by the Chairperson or other Trustee designated by the 
Chairperson or other Trustees.   
 
 
Cross References: Trust Procedure 110.7P Delegation of Duties 
 Trust Policy 440 Reports 
 Trust document Section 4.7 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32975/110.7P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-33000/440.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Delegation of Duties 
The Trustees may delegate duties to one or more persons, in writing. Duties may be delegated to 
employees of the District and other outside advisors. Duties currently delegated and the District 
employees to whom they are delegated include the following: 

• General Benefits Administration: Human Resources Administration, Benefits and Employee 
Records Departments. 

• Eligibility and Enrollment Determinations: Human Resources Administration, Benefits and 
Employee Records Departments. 

• Trust Financial Management: Delegations pursuant to Finance Policies and Procedures. 
 
For Duties delegated to outside advisors, the below-referenced documents outline the duties that 
have been delegated and the outside parties to whom such duties have been delegated. 
 
 
Cross References: Trust Procedure 100.3P Third Party Administrators, Consultants and 

Advisors 
 Trust Policy 200 Financial Policy 
 Trust Procedure 200.1P Financial Management 

Trust Policy 220 Investment Guidelines 
Trust Policy 410 Claims and Appeals 
Trust Procedure 410.1P Claims Procedure 
Trust document sections 4.2(k) and 4.5 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32965/100.3P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32977/200.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32997/410.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32995/410.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Reliance on Information 
The Trustees may, in good faith, rely on information provided by the Trust’s investment 
consultant and any Trustee advisor. The Trustees shall also be protected to the fullest extent 
possible in taking or omitting any action in accordance with written directions from any Trustee 
advisor. 
 
 
Cross References: Trust Procedure 100.4P District or Association Action 

Trust Procedure 110.7P Delegation of Duties 
Trust Policy 220 Investment Guidelines 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32966/100.4P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32975/110.7P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
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ADMINISTRATION 
 
 
Compensation 

The Trustees shall serve without compensation for services to the Trust, however, reasonable and 
necessary Trustee expenses incurred in the discharge of Trustee shall be reimbursed by the Trust.  
 
 

Cross Reference: Trust Policy 240  Payment for Travel Expenses 
District Policy 6213  Reimbursement for Travel Expenses 
District Procedure 6213P Reimbursement for Travel Expenses 
Trust document section 4.3 

 
 
Legal Reference: RCW 48.62.121(1) (Applies only if the Trust self-insures any 

Trust benefits.) General operating 
regulations—Employee remuneration—
Governing control—School districts—Use 
of insurance producers and surplus line 
brokers—Health care services—Trusts.   

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  
Updated: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32988/240.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44270/6213%20Reimbursement%20for%20Travel%20Expenses.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44291/6213P%20Reimbursement%20for%20Travel%20Expenses.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.121
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ADMINISTRATION 
 
 
Trust and Plan Terms 
The Trustees are responsible for managing and controlling the Trust in accordance with the Trust 
document terms and referenced District policies and procedures. The Trustees are also 
responsible for administering the benefits funded directly by the Trust in accordance with 
applicable benefit documents and with applicable laws. 
 
 
Cross Reference: Trust document Section 1.6 
 Benefit documents specified in Appendix I of the Trust document 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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ADMINISTRATION 
 
 
Administrative Authority 
The Trustees have sole authority and responsibility for the administration of the Trust as 
specified in the Trust document and RCW 48.62 if the Trust self-insures any Trust benefits, 
including the discretionary authority to interpret the provisions of the benefit documents and the 
facts and circumstances of claims for benefits. 
 
 
Cross Reference: Trust Procedure 410.1P Claims Procedure 
 Trust document section 4.16 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  
Revised: October 16, 2013  

http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32995/410.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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FINANCE 
 
 
Financial Policy 
The Trustees for the Everett School Employee Benefit Trust (“Trustees”) serve as the fiduciaries 
responsible for managing and controlling the Everett School Employee Benefit Trust (“Trust”) 
and administering the benefits funded directly by the Trust. 
 
The Trustees have all fiduciary responsibilities with respect to the Trust and for the benefits 
funded directly by the Trust, except for the following:   

1. The Everett School District (“District”) and the Everett Education Association 
(“Association”) are responsible for appointing Trustees; and 

2. The investment manager is responsible for those duties and responsibilities assigned to the 
investment manager under the terms of the Trust document, the Trust’s investment policy 
and the investment manager agreement.   

 
The Trustees will develop and adopt procedures for carrying out this policy. 
 
 
Cross Reference: Trust Procedure 200.1P Financial Management 
 Trust document 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32977/200.1P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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FINANCE 
 
 
Financial Management 
 
1. The Trustees will adopt an investment policy, review the investment policy periodically, and 

update the investment policy as needed.   

2. The Trustees will select, appoint and monitor the Trust’s auditor. The Trustees will 
determine the criteria necessary for selection, appointment and monitoring of the Trust 
auditor. 

3. The Trustees will select and retain an individual to perform the bookkeeping function for the 
Trust, including preparing Trust financials, preparing and paying Trust bills and interfacing 
with the Trust’s auditors. 

 
 
Cross Reference:  Trust Policy 220 Investment Guidelines 
 Trust Policy 420 Audits 
 
 
Legal Reference: WAC 200-110-090(1) (Applies only if the Trust self-insures any 

Trust benefits.) Standards for 
management—Standards for operations—
Financial plans. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  
Updated: October 16, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32998/420.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-090
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FINANCE 
 
 
Trust Fund Management 
 
1. The Trustees will select, appoint and monitor investment advisor(s), investment manager(s) 

and investment consultant(s) pursuant to the Trust document. 

2. The Trustees will review investment performance and oversee compliance with the 
investment policy annually. 

 
 
Cross References:  Trust Policy 200 Financial Policy 
  Trust Policy 210 Loyalty and Prudence 
  Trust Policy 220 Investment Guidelines 
  Trust Policy 420 Audits 
  Trust document 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32982/210.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32998/420.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
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FINANCE 
 
 
Reporting 
If the Trust self-insures any Trust benefits, the Trustees shall ensure the preparation and 
submission of accurate and timely annual financial reports to the state risk manager within one 
hundred and fifty days of the end of the fiscal year.  
 
 
Cross Reference:  Trust Policy 200 Financial Policy 
 
 
Legal Reference: WAC 200-110-090 Standards for management—Standards for 

operations—Financial plans 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-090


200.4P 
Page 1 of 1 

 
 
FINANCE 
 
 
Interfund Loans 
 
If the Trust self-insures any Trust benefits, interfund loans from assets held against liabilities for 
unpaid claims and claim adjustment expenses are not permitted except for those amounts which 
are clearly inactive or in excess of Trust reserve and contingency reserve requirements. 
 
 
Cross References:  Trust Policy 200 Financial Policy 
  Trust Policy 210 Loyalty and Prudence 
  Trust Policy 220 Investment Guidelines 
 
 
Legal Reference: WAC 200-110-090 Standards for management—Standards for 

operations—Financial plans 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32982/210.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-090
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FINANCE 
 
 
Loyalty and Prudence 
 
As fiduciaries, the Trustees shall act solely in the interest of participants and their beneficiaries 
and for the exclusive purpose of providing benefits to participants and their beneficiaries and of 
defraying reasonable expenses of administering the Trust and the benefits funded directly by the 
Trust. The Trustees shall act prudently, with the skill and diligence that a prudent person acting 
in a similar capacity and familiar with such matters would employ.   
 
 
Legal Reference: WAC 200-110-150 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for management 
and operations—Conflict of interest 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  
Updated: October 16, 2013  

http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-150
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FINANCE 
 
 
Conflict of Interest 
 
The Trustees recognize the importance of avoiding conflicts of interest in administering the 
Trust. The Trustees will adopt conflict of interest procedures for Trustees and all Trust 
administrators to ensure such conflicts of interest are avoided.   
 
 
Cross Reference: Trust Procedure 211P Conflict of Interest 
 
 
Legal Reference:  WAC 200-110-150 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for management 
and operations—Conflict of interest 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Updated: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32983/211.1P.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-150
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FINANCE 
 
 
Conflict of Interest 
 
1. If the Trust self-insures any Trust benefits, no Trustee; administrator, including a third-party 

administrator; or any other person having responsibility for the management or 
administration of the Trust or the investment or other handling of the Trusts’ money shall: 

A. Receive directly or indirectly or be pecuniarily interested in any fee, commission, 
compensation, or emolument arising out of any transaction to which the Trust is or is 
expected to be a party except for salary or other similar compensation regularly fixed and 
allowed for because of services regularly rendered to the Trust. 

B. Receive compensation as a consultant to the Trust while also acting as a Trustee, third-
party administrator, or employee.  

C. Have any direct or indirect pecuniary interest in any loan or investment of the program. 

2. If the Trust self-insures any Trust benefits, no consultant or legal counsel to the Trust shall 
directly or indirectly receive or be pecuniarily interested in any commission or other 
compensation arising out of any contract or transaction between the Trust and any insurer, 
health care service contractor, health care supply provider or consultant. 

3. Brokers of record for the Trust may receive compensation for insurance transactions 
performed within the scope of their licenses. The terms of compensation shall be provided 
for by contract between the broker of record and the Trust, and the amount or percentage of 
the compensation must be disclosed in writing. Contracts between brokers of record and the 
Trust shall include a provision that contingent commissions or other forms of compensation 
not specified in the contract shall not be paid to the broker of record as a result of any Trust 
insurance transactions. If the Trust self-insures any Trust benefits, the Trust shall establish a 
contract provision which requires the broker to provide to the Trust a written annual report 
on a form provided by the state risk manager which discloses the actual financial 
compensation received. The report shall include verification that no undisclosed commission 
was received as a result of any such insurance transaction made on behalf of the program. 

4. No third-party administrator shall serve as a Trustee or Trust officer. 
 
 
Cross Reference:  Trust Policy 210 Loyalty and Prudence 
 
 
Legal Reference: WAC 200-110-150 Standards for management and operations—

Conflict of interest 
 
 
 
 
Adopted: January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32982/210.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-150
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FINANCE 
 
 
Investment Guidelines 
 
Role of Trustees  
The Trustees are responsible to ensure that the Trust fund is managed:  

• Effectively and prudently, in full compliance with the law and the Trust; and 

• For the exclusive purposes of providing benefits to participants in the Trust and defraying the 
costs of administering the Trust.  

 
The Trustees will select, retain, and replace an Investment Consultant, one or more Investment 
Managers and may select other professional service providers in connection with the investment 
of the Trust funds.   
 
Objectives 
The investment objectives of the Trust funds shall be the following, in the order given: 

1. Preservation of principle.  

2. Meeting the liquidity needs of the Trust to pay claims and other expenses. 

3. Diversification of investment to minimize the risk of large losses, within the permissible 
investment parameters of the Trust.  

 
In that regard, the Investment Manager will manage a diversified portfolio of cash, U.S. 
government treasury bonds (hereinafter “Treasury”), U.S. government agency bonds (hereinafter 
“Agency”) and bank issued FDIC insured Certificates of Deposit with the goal of meeting the 
expenditure needs of the Trust. The strategy will be implemented via a portfolio that seeks to 
manage security purchases and maturities such that the Trust is able to maintain on account, 
available for immediate use, the equivalent of two (2) months of expenditure requirements, as 
directed from time to time by the Trustees. Additionally, the Treasury portion of the portfolio 
will also be structured to hold assets equal to at least two (2) months of projected net 
expenditures in order to provide added liquidity in the event of an unforeseen expenditure event. 
To the extent that expected Trust expenditures over the prospective two (2) month period require 
immediate, unencumbered liquidity, Trust funds will be invested in a designated cash account 
and held in a money market fund rather than in individual bonds. Investments in this money 
market fund will also be considered Treasury securities for purposes of the allocation targets of 
these Investment Guidelines.  
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Investment Consultant 
The Investment Consultant (“Investment Consultant”) shall be selected by the Trustees. The 
Investment Consultant is responsible to monitor and evaluate the conduct and performance of the 
Trust’s Investment Managers on a periodic basis as directed by the Trustees. The Investment 
Consultant shall be completely independent of the Investment Managers. The Investment 
Consultant’s review of the performance of the Investment Manager shall include, among other 
things, an evaluation of the Investment Manager’s compliance with these Investment Guidelines 
and of the results of the Investment Manager in comparison to the benchmark index and with the 
performance of funds with similar investment strategies to the Trust. The review may also 
include recommendations on changes to the Permitted Investments or other portions of these 
Investment Guidelines. The Investment Consultant shall report the results of its independent 
monitoring and evaluation to the Trustees on an annual basis, or as otherwise directed by the 
Trustees. The Investment Consultant also may be asked to provide educational meetings or 
seminars on financial, fiduciary, investment, or similar matters to the Trustees.  
 
Investment Manager 
The Trust fund shall be invested by one or more professional investment managers or 
management companies selected by the Trustees (“Investment Manager”). The day-to-day 
decisions concerning investments shall be made by the Investment Manager, who shall be a 
fiduciary of the Trust funds and who shall make such investments in accordance with these 
Investment Guidelines. The Investment Manager shall provide monthly, quarterly, annual, and 
other reports on the investments as required in the contract between the Trust and the Investment 
Manager.   
 
The Trustees shall consider a variety of factors in selecting an Investment Manager, including 
costs and fees, past performance, prior experience with the investment of funds similar to the 
Trust, responsiveness, technical capabilities, experience and reputation of personnel, decision 
structure, and any other matter deemed relevant by the Trustees. The Investment Manager is 
required to report to the Trustees any material changes in the following which occur while the 
Investment Manager has been retained by the Trust: 

• Material changes in the Investment Manager’s investment decision structure or process. 

• Changes in organization of the Investment Manager, including mergers and acquisitions. 

• Any change in key personnel of the Investment Manager responsible for the formulation and 
execution of investment strategy. 

 
The Investment Consultant shall review the performance of the Investment Manager annually or 
otherwise as directed by the Trustees. The Trustees may, but need not, consult with other 
investment professionals concerning such performance as necessary or desirable. The Trustees 
may replace the Investment Manager or add additional Investment Managers at any time in their 
discretion. The Investment Manager may be selected by a request for proposal or other process 
on a periodic basis and as determined by the Trustees.   
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Liquidity Needs 
It is acknowledged that the liquidity needs of the Trust fund will vary from time to time 
depending upon circumstances then prevailing. Thus the administrative agent shall keep the 
Investment Manager informed on a periodic basis of the expected liquidity needs of the Trust.  
 

Periodic Review of Guidelines 
The circumstances that bear on these Investment Guidelines may change from time to time. The 
Trustees, in consultation with the Investment Consultant, will review these Investment 
Guidelines at least once annually. 
 

Portfolio Guidelines 
The Trust portfolio will be benchmarked against the Bank of American/Merrill Lynch 0-5 Year 
US Treasury Index and as such should generally be structured with similar credit and interest 
rate characteristics. Average portfolio duration is to be managed within 1-3 years and average 
credit quality at A+ or higher by Standard & Poor’s rating agency (or equivalent Moody’s rating) 
with no individual securities rated lower than BBB-. In addition, to insure appropriate 
diversification no single issuer, with the exception of government and agency issuers, shall 
exceed 3% of the portfolio at purchase. No single credit industry shall exceed 15% of the 
portfolio at purchase. 
 

Permitted Investments 
The Investment Manager may select from the following permitted investments. These 
investments should have varying maturity dates as necessary to comply with liquidity needs, 
manage interest rate risk, to and in order to achieve diversification of the Trust funds. Provided, 
however, that the maturity date for any permitted investment will not be longer than ten (10) 
years. The Trustees, in consultation with the Investment Consultant, may establish additional 
maturity and asset allocation parameters for each type of permitted investment.   
 

Total Portfolio Benchmark Bank of America/Merrill Lynch 0-5 Year US 
Treasury Index 

Permitted Investment Criteria 

Cash/Money Market Funds  
 

The money market fund is invested in the 
highest quality debt with a weighted average 
maturity of 90 days or less. 
 
The fund is registered with and regulated by 
the Securities and Exchange Commission. 
 
The fund is rated by at least one nationally 
recognized rating firm of not less than AAA 
or its equivalent. 
 
The fund shall not be subject to any sales 
loads or other such contingent charges. 
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Permitted Investment Criteria 

U.S. Government Fixed Income Invested in public obligations of the U.S. 
Treasury including U.S. Treasury Notes, 
Bonds and other issues backed by the full 
faith and credit of the U.S. Government. 

U.S. Government Agency Fixed Income Invested in issues of federal agencies of the 
U.S. Government, including FNMA, federal 
land banks, federal intermediate credit banks, 
federal farm credit banks, federal home loan 
banks, FHLMC, any agency created by Act of 
Congress that is authorized to issue direct 
debt obligations of the U.S. Government. 

Domestic Certificates of Deposit Invested in certificates issued or endorsed by 
a domestic bank or a savings and loan 
association, organized and supervised under 
federal laws in which principal and interest 
are fully insured and unconditionally 
guaranteed by the U.S. Government. 
 
Certificates will be rated by at least one 
nationally recognized rating firm of not less 
than A-1 or P-1. 

 
 
Legal Reference: WAC 200-110-090 (Applies only if the Trust self-insures any Trust 

benefits.) Standards for management—
Standards for operations—Financial plans 

 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  December 8, 2008  
Revised:  January 24, 2011  
Updated:  February, 2011  
Revised: December 12, 2011  
Updated: October 16, 2013  
Revised: May 13, 2015  
Revised: January 20, 2016  
Revised: November 16, 2016  

http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-090
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FINANCE 
 
 
Accounting Period 
The annual fiscal year for the Trust shall be the twelve month period commencing July 1 and 
ending June 30.  
 
 
Cross Reference: Trust Procedure 230P Accounting  
   Trust document Section 7.1 
 
 
Legal Reference: WAC 200-110-090 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for 
management—Standards for operations—
Financial plans 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised:  January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32987/230P.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-090
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FINANCE 
 
 
Accounting Procedure 
The Trustees shall render annually to the District and the Association an account of its 
administration of the Trust. 
 
 
Cross Reference:  Trust Policy 230 Accounting Period 
 Trust document section 4.4 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32986/230.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf


240 
Page 1 of 1 

 
 
FINANCE 
 
 
Payment For Travel Expenses 
The Trust may pay travel expenses incurred by Trustees while on approved travel for meetings, 
seminars and conferences. The District’s travel procedure is to be followed by Trustees, except 
that travel requests must be approved by the Trustee and travel expenses must be submitted to 
the Trust for reimbursement. Payment for meals is based upon per diem rates included in the 
District’s travel procedure; all other allowable expenses shall not exceed the actual incurred 
expenses. Reimbursement of personal vehicle mileage is limited to current IRS regulations. 
 
Cross References: Trust Procedure 110.9P Compensation 
 Board Policy 6213 Reimbursement for Travel Expenses 
 Board Procedure 6213P Reimbursement for Travel Expenses 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32959/110.9P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44270/6213%20Reimbursement%20for%20Travel%20Expenses.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44291/6213P%20Reimbursement%20for%20Travel%20Expenses.pdf
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FINANCE 
 
 
Fund Balance and Solvency 
 
Under Policy number 220, the Trustees for the Everett School Employee Benefit Trust 
(“Trustees”) are responsible for ensuring that the Everett School Employee Benefit Trust 
(“Trust”) is managed:  

• Effectively and prudently, in full compliance with law and the Trust.   

• For the exclusive purposes of providing benefits to participants in the Trust and defraying the 
costs of administering the Trust.  

 
The Trustees believe this responsibility includes the requirement that sufficient funds be retained 
to meet the Trust’s liquidity needs, which vary from time to time. To retain a stable financial 
base and to comply with regulatory solvency requirements, the Trust needs to maintain a Trust 
fund balance sufficient to:  (i) pay claims for benefits funded directly by the Trust, (ii) pay costs 
associated with administering the Trust, and (iii) provide financial reserves for unanticipated 
benefit and cost expenditures and/or revenue shortfalls of an emergency nature.   
 
The Trustees will develop and adopt procedures for carrying out this Policy. 
 
 
Cross References: Trust Policy 200 Financial Policy 
 Trust Policy 220 Investment Guidelines and Rules 
 Trust Procedure 250P Fund Balance and Solvency 
 
 
Legal Reference: WAC 200-110-040 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for solvency—
Program funding requirements 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Updated: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32990/250P.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-040
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FINANCE 
 
 
Fund Balance and Solvency 
 
In order to retain a stable financial base and comply with applicable regulatory solvency 
requirements, the Trustees shall: 

1. Maintain sufficient funds to meet the Trust’s liquidity needs; 

2. Establish reserves in an amount equal to the sum of three months of insurance premium costs 
for fully insured Trust benefits; 

3. If the Trust self-insures any Trust benefits, establish reserves in an amount equal to the sum 
of eight weeks of (i) claim costs for all benefits funded directly by the Trust, (ii) costs, and 
(iii) expenses; 

4. If the Trust self-insures any Trust benefits, maintain an aggregate stop-loss insurance policy 
with an attachment point set at or below one hundred twenty-five percent of annual expected 
claim costs for  all benefits funded directly by the Trust; and 

5. If the Trust self-insures any Trust benefits, in addition to establishing the reserves in item 3 
above, establish by resolution an additional contingency reserve in an amount equal to the 
sum of (i) eight weeks of claims costs for all benefits funded directly by the Trust, (ii) costs, 
and (iii) expenses. 

 
If the Trust self-insures any Trust benefits, in lieu of the requirements in 1, 3, 4 and 5 above, the 
Trustees may obtain an independent actuarial study and fund the Trust to the actuarially 
determined liability.  
 
If the Trust self-insures any Trust benefits, if at the end of a program year the requirements in 1 
and 4, or 5 are not met, the Trustees shall notify the Washington State risk manager of the 
condition, and comply with the risk manager’s corrective action plan. 
 
Cross References: Trust Procedure 100.3P Third Party Administrators, Consultants and 

Advisors 
 Trust Policy 200 Financial Policy 
 Trust Policy 220 Investment Guidelines and Rules 
 Trust Policy 250 Fund Balance and Solvency 
 Trust Policy 440 Reports 
 
 
Legal Reference: WAC 200-110-040 Standards for solvency—Program funding 

requirements 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32965/100.3P.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32981/200.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32985/220.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32989/250.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-33000/440.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-040
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COMMUNICATIONS 
 
 
Communications 
 
The goal of the Trustees for the Everett School Employee Benefit Trust (“Trustees”) is to 
address questions or concerns of participants in or beneficiaries of the benefits provided by the 
Everett School Employee Benefit Trust (“Trust”). 
 
Appropriate procedures will be in place to respond to any Everett School District (“District”) 
employee, any Everett Education Association (“Association”) member, any Trust participant or 
beneficiary who has questions or concerns about:  Trust fund management or control, benefits 
funded directly by the Trust, Trust accounting or audit matters, compliance by the Trustees with 
applicable Federal and Washington law. 
 
The Trustees will develop and adopt procedures for carrying out this policy. 
 
 
Cross References: Trust Procedure 300.1P Communications  
 Trust Procedure 300.2P Participant Communications 
 Trust Policy 440 Reports 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
Revised: January 24, 2011  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32991/300.1P.pdf
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COMMUNICATIONS 
 
 
Communications 
 
1. If a District employee, Association member or Trust participant or beneficiary questions a 

Trust benefit denial or has a question concerning eligibility for or enrollment for a benefit 
provided by the Trust, the Trustees will follow the Everett School Employee Benefit Trust 
claims and appeals procedures policy. 

 
2. For all other questions or concerns regarding the Trust, Trust fund management or Trustee 

activities, the District employee, Association member or Trust participant or beneficiary 
should submit such question or concern to the Trustees in writing, and the Trustees will 
respond to the request within 120 days of receiving the request.   

 
 
Cross References: Trust Policy 300 Communications 
 Trust Policy 410 Claims and Appeals 
 Trust Procedure 410.1P Claims Procedure 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32993/300.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32997/410.pdf
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COMMUNICATIONS 
 
 
Participant Communications 
 
The Trust will communicate to participants at least annually in writing or via electronic means.  
The Trust shall furnish each employee or retiree covered by the Trust a written description of the 
benefits allowable under the program, together with: 
 
• Applicable restrictions, limitations, and exclusions; 
• The procedure for filing a claim for benefits; 
• The procedure for requesting an adjudication of disputes or appeals arising from beneficiaries 

regarding the payment or denial of any claim for benefits; and 
• A schedule of any direct monetary contributions toward the program financing required by 

the employee. 
 

The Trust will provide all notices it is required to directly provide under State and Federal law. 
 
 
Legal Reference: WAC 200-110-060 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for operations—
Standards for management—Disclosures 

Patient Protection and Affordable Care Act of 2010, as amended by the 
Health care and Education Reconciliation Act of 2010, and its 
implementing regulations 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted:  August 29, 2005  
Revised: January 24, 2011  
Revised: October 16, 2013  

http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-060
http://housedocs.house.gov/energycommerce/ppacacon.pdf
http://housedocs.house.gov/energycommerce/ppacacon.pdf
http://housedocs.house.gov/energycommerce/ppacacon.pdf
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Compliance and Risk Management 
 
The Trust funds are expended only for purposes of the Trust consistent with statutes and rules 
governing the local government or governments creating the Trust.   An important responsibility 
of the Trustees for the Everett School Employee Benefit Trust (“Trustees”) is to assure the 
Everett School Employee Benefit Trust (“Trust”) complies with applicable federal and state law 
and regulations, and District policies and procedures.    This includes filing and reporting as 
required in a timely manner and maintaining fiduciary insurance.   
 
Appropriate procedures will be in place to verify compliance by the Trustees with applicable 
federal and state law and regulations, and District policies and procedures. 
 
The Trustees will develop and adopt procedures for carrying out this policy. 
 
 
Cross Reference: Trust document Section 1.1 
 
 
Legal References: RCW 48.62.091 (Applies only if the Trust self-insures any 

Trust benefits.) Program approval or 
disapproval—Procedures—Annual report 

 RCW 48.62.121(6) (Applies only if the Trust self-insures any 
Trust benefits.) General operating 
regulations—Employee remuneration—
Governing control—School districts—Use 
of insurance producers and surplus line 
brokers—Health care services–Trusts 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.091
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.121
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Claims and Appeals 
 
Benefits under the Everett School Employee Benefit Trust (“Trust”) will be paid only if the 
Trustees of the Trust (“Trustees”) or their delegate decides, in their discretion, that participants 
and their dependents are entitled to them.  Any person claiming a benefit, requesting an 
interpretation or ruling under a benefit plan offered through or by the Trust or requesting 
information under a benefit plan offered through or by the Trust shall follow the claims 
procedure established by the Trustees or any insurance carrier insuring Trust benefits.  The 
claims procedure shall conform to the requirements of applicable Washington law.   
 
The Trustees will also establish procedures for claims audits, in compliance with Washington 
law. 
 
 
Cross References: Trust Procedure 410.1P Claims Procedure 
 Trust document Section 4.16 
 
 
Legal Reference: WAC 200-110-120 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for claims 
management—Claims administration 
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Claims Procedure 
 
Where a third party administrator, insurance company, health care services contractor or HMO is 
in place with respect to a certain benefit, such third party has been delegated the responsibility 
for administering and determining initial claims and reviewing and reconsidering benefit, 
enrollment or eligibility denials if appealed (“appeals”).  The entities that are responsible for 
administering and determining initial claims and appeals are called “Claims Administrators.”   
 
In certain limited instances, however, the Trustees may also be a Claims Administrator.  The 
Trustees are a Claims Administrator in the following circumstances: 
 
1. If the Everett School District (“District”) denies a request for enrollment in or eligibility for a 

benefit plan offered through the Trust, the employee can appeal the denial to the Trustees. 
2. If a participant in a self-funded benefit offered through the Trust exhausts a third party 

administrator’s appeal process, the participant can submit a final appeal of the benefit, 
enrollment or eligibility denial to the Trustees.  

 
The Claims Administrator generally will make decisions on a claim within the time frames 
outlined in participant communications, such as Certificates of Coverage issued by insurance 
carriers or summaries of plan benefits issued by third party administrators.  If a participant or his 
or her dependent submits a claim (“claimant”) and the claim is denied in full or in part, the 
claimant will be notified in writing. 
 
Claims for benefits are considered filed when the Claims Administrator receives the claim. 
 
I. Initial Claim Determinations 
 

A. Benefit Denials  
The Trust has delegated the responsibility of administering and determining initial 
claims for benefits to the following third-party administrators and insurance carriers: 

 
1. Premera (the Washington Education Association (WEA) Premera Medical Plans 
2. Washington Dental Service (Delta Dental of Washington) (the WEA Delta Dental 

of Washington Plan) 
3. Willamette Dental (the WEA Willamette Dental Plan) 
4. Premera (the WEA Vision Plans) 
5. Group Health Cooperative (Medical Plan) 
6. Metropolitan Life Insurance Company (Life and Accidental Death & 

Dismemberment Insurance Plans) 
7. The Standard (Voluntary Short-Term and Long-Term Disability Plans) 
8. Magellan (Employee Assistance Plan) 
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Every effort will be made by the Claims Administrators to process claims as quickly 
as possible.  The Claims Administrator will notify a claimant in writing if all or part 
of the claim will be denied within the time frames outlined in participant 
communications, such as Certificates of Coverage issued by insurance carriers or 
summaries of plan benefits issued by third party administrators.   
 
The Claims Administrator may secure independent medical or other advice and 
require such other evidence as it deems necessary to decide claims. 
 
At any time, a claimant has the right to appoint someone to pursue the claim on his or 
her behalf.  The claimant must notify the Claims Administrator in writing and give 
the Claims Administrator the name, address, and telephone number where the 
claimant’s appointee can be reached. 
 
If a claimant submits an initial claim for benefits directly to the Trust rather than to 
the applicable above-listed Claims Administrator, the Trustees will direct the 
claimant to the appropriate above-listed Claims Administrator as soon as is 
reasonably possible. 

 
B. Eligibility or Enrollment Denials 

If a claimant submits a claim to the Trustees rather than to the applicable Claims 
Administrator regarding eligibility for or enrollment in a benefit plan offered through 
the Trust, the Trustees will refer the claimant to the Everett School District 
(“District”) or to the appropriate Claims Administrator listed in I.A. above. 

 
C. Notification of Denial 

If the Claims Administrator issues a benefit denial, the claimant will be notified of the 
denial in writing.  Except due to Trust amendment or termination, a “benefit denial” 
is a denial or reduction of benefits, failure to provide benefits, termination of benefits 
(in whole or in part).  The notification of denial will be in the standard written format 
used by the Claims Administrator.   

 
If the District or a Claims Administrator issues an eligibility or enrollment denial, the 
claimant will be notified of the determination either orally or in writing.  An 
“eligibility or enrollment denial” is a denial of enrollment in or eligibility for a benefit 
plan offered through the Trust.  If the denial is in writing, the notification of denial 
will be in the standard written format used by the District or the Claims 
Administrator. 

 
II. Appealing Denied Claims  
 

A. Appealing Benefit Denials 
The claimant or his or her authorized representative may appeal a benefit denial.  
Appeals of benefit denials must be made to the Claims Administrators listed in 1.A. 
above.  Such appeal must be made in writing and submitted within the time frames 
outlined in participant communications, such as Certificates of Coverage issued by 
insurance carriers or summaries of plan benefits issued by third party administrators.  
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If the claimant does not follow the Claims Administrator’s proscribed procedures, he 
or she loses the right to appeal the denial. 

 
B. Appealing Eligibility or Enrollment Denials 

The claimant or his or her authorized representative may appeal an eligibility or 
enrollment denial.  If the eligibility or enrollment denial was made by a Claims 
Administrator, the appeal must be made to the Claims Administrator.  Such appeal 
must be in writing and submitted within the time frames outlined in participant 
communications, such as Certificates of Coverage issued by insurance carriers or 
summaries of plan benefits issued by third party administrators.   
 
If the eligibility or enrollment denial was made by the District, the claimant may 
appeal the denial to the Trustees by using the Final Appeal Form.  In this instance, the 
appeal must be made on the Final Appeal Form within 180 days of the District’s 
notification of denial or else the claimant loses the right to appeal. 

 
C. Notification of Appeal Denial  

If the claimant appeals a benefit, eligibility or enrollment denial made by a Claims 
Administrator listed in 1.A. above, and if the decision on appeal affirms the initial 
claim denial, the claimant will be notified of the decision upon appeal in writing.  
Such notification will be in the standard written format used by the Claims 
Administrator and be provided by the Claims Administrator within the time frames 
outlined in participant communications, such as Certificates of Coverage issued by 
insurance carriers or summaries of plan benefits issued by third party administrators.   
 
If the claimant appeals an eligibility or enrollment denial made by the District, the 
Trustees will review and render a written decision on the claimant’s appeal, adverse 
or not, no later than 120 days after the Trustees received the appeal.  Such notification 
will be on the Everett School Employee Benefit Trust Notice of 
Eligibility/Enrollment Appeal Denial form. 

 
III. Final Appeal for Self-Funded Benefits 
 

For insured benefits, any claim or appeal determination made by the insurance carrier is final 
and cannot be appealed to the Trustees.  For benefits that are funded directly by the Trust and 
not through a contract of insurance between the Trust and an insurance carrier, once a 
participant exhausts the third party administrator’s appeal process, the participant may submit 
a final appeal to the Trust.  The appeal must be made on the Trust’s Final Appeal Form 
within 180 days of the third party administrator’s notification of a benefit denial on appeal or 
else the claimant loses the right to appeal to the Trustees.  For insured benefits, any claim or 
appeal determination made by the insurance carrier is final and cannot be appealed to the 
Trustees. 
 
The Trustees will review and render a written decision on the claimant’s final appeal, adverse 
or not, no later than 120 days after the Trustees received the appeal.  Such notification will be 
on the Everett School Employee Benefit Trust Notice of Benefit Appeal Denial form. 
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Cross Reference: Trust Policy 410 Claims and Appeals 
 
 
Legal Reference: WAC 200-110-120 (Applies only if the Trust self-insures any 

Trust benefits.) Standards for claims 
management—Claims administration 
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Claims Audits 
 
The Trustees shall obtain a claims audit of claim reserving, adjusting, and payment procedures 
every three years at a minimum.  The claims audit shall be conducted by a qualified claims 
auditor not affiliated with the Trust, its broker of record, or its third-party administrator.  Such 
review shall be in writing and identify strengths, areas of improvement, findings, conclusions 
and recommendations.  Such review shall be provided to the Trustees and retained for a period of 
not less than six years.  The scope of the claims audit shall include the claims administration 
procedures in Procedure No. 410.1P.  The Trustees will obtain more frequent claims audits if 
required by the state risk manager. 
 
 
Cross Reference:  Trust Policy 410 Claims and Appeals 
 
 
Legal Reference: WAC 200-110-120 (Applies only if the Trust self-insures any Trust 

benefits.) Standards for claims management—
Claims administration 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Revised: October 16, 2013  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32997/410.pdf
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-120
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Audits 
 
If the Trust self-insures any Trust benefits, the Trust is subject to audit by the Washington State 
auditor, and it is the policy of the Trustees to assist as necessary with the audit.  In such event, 
the Trust has decided to assume a risk of loss and will have available for inspection by the state 
auditor a written report indicating the class of risk or risks the Trustees have decided to assume. 
 
The Trust is audited annually by an independent auditor for purposes of compliance with the 
Internal Revenue Code. 
 
 
Cross Reference: Trust Procedure 200.1P Financial Management 
 
Legal References:  RCW 48.62.031(3 & 5) Authority to self-insure—Options—Risk 

manager 
  Internal Revenue Code 501(c)(9) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32977/200.1P.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.031
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Health Insurance Portability and Accountability Act of 1996 (HIPAA) – Privacy, Security, 
and Reportable Breach Notification Policies 
 
The Trustees intend these policies to provide guidelines to protect the privacy of participants and 
beneficiaries participating in the Everett School Employee Benefit Trust (“Trust”), and to ensure 
that all information related to participants and beneficiaries is maintained in the strictest 
confidence and in accordance with the Health Insurance Portability and Accountability Act of 
1996 (“HIPAA”) and its implementing privacy regulations (the “Privacy Rule”) and security 
regulations (the “Security Rule”). Under the Privacy Rule, the Trust’s policy restricts the Group 
Health Plan’s use and disclosure of protected health information, or “PHI.” Under the Security 
Rule, this policy ensures the confidentiality, integrity and availability of electronic PHI, or 
“ePHI,” and protects against any reasonably anticipated threats or hazards to the security or 
integrity of ePHI. The Trustees also intend to comply with the rules for reporting certain 
breaches of confidentiality to plan participants under HIPAA and Washington state law. 
 
Details of the policies and implementing procedures may be found in the Trust’s HIPAA Privacy 
Policy and HIPAA Security Policy. 
 
 
Cross References: HIPAA Privacy Policy 
 HIPAA Security Policy 
 District Policy 3245 Technology 
 District Procedure 3245P Technology 

 District Policy 5225 Technology 
 District Procedure 5225P Technology 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Approved: August 29, 2005  
Revised: January 24, 2011  
Revised: April 30, 2012  
Revised: March 17, 2016  

http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-76185/Everett%20HIPAA%20Privacy%20Policy%2020160316.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-39232/Everett%20HIPAA%20Security%20Policy.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5931/3245%20Technology.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5935/3245P%20Technology.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5933/5225%20Technology.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-5934/5225P%20Technology.pdf
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Reports 
 
The Trustees shall file or cause to be filed all documents within the time prescribed by law or 
regulation for filing such documents.  The Trustees will furnish such reports, statements or other 
documents to participants and beneficiaries as required by federal or state statute or regulation, 
within the time prescribed for furnishing such documents.  If the Trust self-insures any Trust 
benefits, this includes electronic submission of the annual report and a list of contracted 
consultants, to the state risk manager no later than 150 days after the end of the fiscal year. 
 
 
Cross References: Trust Policy 300 Communications  
 Trust Policy 400 Compliance and Risk Management 
 Trust document Section 4.12 
 
 
Legal References:  RCW 48.62.091 Program approval or disapproval—

Procedures—Annual report 
 WAC 200-110-130 Standards for management and operations—

State risk manager reports 
 
 Internal Revenue Service Form 990 
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32993/300.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32994/400.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-38998/Trust%20Agreement.pdf
http://apps.leg.wa.gov/rcw/default.aspx?cite=48.62.091
http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-130
http://www.irs.gov/pub/irs-pdf/f990.pdf
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Records Retention and Management 
 
The Trustees recognize the importance of Trust records as the record of acts of the Trustees and 
the repository of such information. The records of the Trust include but are not limited to, 
agendas, meeting minutes, individual claim appeal information and documents prepared by 
outside advisors necessary to administer the Trust. 
 
Some of these records are public records and must be retained and destroyed in accordance with 
the Records Retention Manual and General Records Retention Schedule provided by the Office 
of the Secretary of State, Division of Archives and Records Management. Some of the records 
may contain protected health information (as the term is defined by HIPAA) and must be 
handled by the Trustees and others authorized to handle PHI in accordance with the Trust’s 
HIPAA Privacy Manual (as amended for Security). In addition, PHI must be retained and 
destroyed as described in the HIPAA Privacy Manual (as amended for Security). 
 
Cross Reference: Trust Policy 430 Health Insurance Portability and 

Accountability Act of 1996 (HIPAA) – 
Privacy and Security  

  HIPAA Privacy Manual, as amended for 
Security  

 Board Policy 6560  Records Management and Retention  
 Board Procedure 6560P  Records Management and Retention  
 
 General Records Retention Schedule, School Districts and Educational 

Service Districts, provided by the Office of the Secretary of the State, 
Division of Archives and Records Management 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 29, 2005  
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http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-32999/430.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44115/6560%20Records%20Management%20and%20Retention.pdf
http://docushare.everett.k12.wa.us/docushare/dsweb/Get/Document-44116/6560P%20Records%20Management%20and%20Retention.pdf
http://www.sos.wa.gov/_assets/archives/RecordsManagement/School-Districts-and-Educational-Service-Districts-RRS-ver-8.0.pdf
http://www.sos.wa.gov/_assets/archives/RecordsManagement/School-Districts-and-Educational-Service-Districts-RRS-ver-8.0.pdf
http://www.sos.wa.gov/_assets/archives/RecordsManagement/School-Districts-and-Educational-Service-Districts-RRS-ver-8.0.pdf
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Family and Medical Leave Act and Continuation of Coverage 
 
Benefits under the Everett School Employee Benefit Trust (“Trust”) are provided for participants 
and beneficiaries during periods covered by the Family and Medical Leave Act of 1993 
(“FMLA”) and other approved paid leaves of absence.  When a participant’s FMLA leave or 
other approved paid leave ends, continuation coverage will cease under the Trust unless a 
qualified beneficiary elects continuation coverage pursuant to the Consolidated Omnibus Budget 
Reconciliation Act of 1985 (“COBRA”).  Qualified beneficiaries who elect COBRA 
continuation coverage must pay the full cost of such coverage. 
 
For participants on an approved paid medical leave of absence, including FMLA leave, 
commencing prior to September 1, 2006 and who continue to make employee contributions as 
required for continuation coverage, the Trust will continue to contribute the employer-paid 
portion of the cost of coverage until the expiration of the applicable twelve month period. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 18, 2006  
Revised: January 24, 2011  
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Wellness Program 
 
The Trustees recognize the importance of a multi-faceted wellness program to promote the 
overall health and well-being of the District’s employees.  The Trustees desire to incorporate a 
comprehensive wellness program into the Trust benefits, as shown in the attached graphic, in 
order to: 
 
1. Promote healthy lifestyles by District employees and their families. 
2. Provide health education and health awareness among District employees. 
3. Reduce the Trust’s medical plan costs over the long-term. 
4. Increase District employee productivity, job performance, and morale and decrease health-

related absenteeism. 
 
The goal of the wellness program is to create a culture of wellness that encourages employees to 
make healthier life-style choices through incentives, education, and enhanced benefits.  The 
comprehensive wellness program may include some or all of the following: 
 
1. Hiring of full-time wellness coordinator. 
2. Health risk assessments. 
3. Enhanced wellness benefits in the Trust’s medical, EAP, and other core benefits for total 

health management. 
4. External wellness programs provided off-site, such as smoking and weight loss programs. 
5. Internal programs provided on District property, such as stress management and employee 

wellness education and communications. 
 
 
Legal Reference: WAC 200-110-070 (Applies only if the Trust self-insures any Trust 

benefit.) Standards for operations—Standards for 
management—Wellness programs 

 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: August 25, 2008  
Revised: January 24, 2011  
Revised: October 16, 2013  

http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-070
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Everett School Employee Benefit Trust 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

ESEBT Program Investment Philosophy 
The overall goal of the Trust’s wellness program is to promote the overall health and well-being of the covered members. The foundation of the program is the 
Core Programs, which provide the basic level of protection to the members. The internal and external programs provide supplemental assistance to members, 
helping those that are healthy to continue to maintain their health, while also providing tools and resources to employees seeking to improve their health and 

reduce their health risks. 
 

In certain years, dependent upon the financial status of the Trust reserves and the desired direction of the program by the trustees, the level of investment in the 
core, internal and external programs can be adjusted upward or downward accordingly. 

Employee 
Health and 
Well-Being 

Communications 
(e.g. Web Portal) 

External Support 
(e.g. tobacco cessation, other 

external vendor-provided programs) 
 

Internal Support 
(e.g. Wellness Coordinator, other 

internal programs, etc.) 

Core Trust Program 
(e.g. Medical, Dental, Life, Disability, etc.) 
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Fees 
 
If the Trust self-insures any Trust benefit, the Trust is subject to an expense and operating cost 
fee from the Washington State risk manager, and it is the policy of the Trustees to pay any such 
fee levied against the Trust within 60 days of the date of invoice.  
 
 
Legal Reference: WAC 200-110-160 Standards for operations—State risk 

manager—Expense and operating cost fees 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Revised: October 16, 2013  

http://apps.leg.wa.gov/wac/default.aspx?cite=200-110-160
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Open Public Meetings 
 
The Trust is subject to the Open Public Meetings Act as described in Title 42, Chapter 30 RCW, 
and it is the policy of the Trustees to comply with those requirements.  
 
Trust meetings will be scheduled in compliance with the law and as deemed by the Trust to be in 
the best interests of the employees.  The Trust will conduct business through (1) regular 
meetings, (2) special meetings, and (3) emergency meetings.  Public notice shall be properly 
given for any special meeting; whenever a regular meeting is adjourned to another time; or, when 
a regular meeting is to be held at a place other than the school district boardroom.  
 
Regular meetings shall normally be held the third Wednesday of each month in the district 
boardroom or at other times and places as determined by the presiding officer or by majority vote 
of the Trust.  If regular meetings are to be held at places other than the boardroom or are 
adjourned at times other than a regular meeting time, notice of the meeting shall be made in the 
same manner as provided for special meetings.  All regular meetings of the Trust shall be held 
within the school district boundaries.  The Trust shall adopt an annual regular meeting schedule 
by no later than June 30 of each year. 
 
Matters that employees and citizens wish to have included on the agenda should be submitted to 
the chairperson one week prior to a scheduled Trust meeting.  The chairperson shall make the 
decision to include or reject a request for an agenda item.  The chairperson will notify the 
person(s) making the request of the decision. 
 
When agenda presentations are made by more than one person, the leader or spokesperson 
should be identified.  It should be understood that inclusion of a presentation on the agenda is not 
a commitment that the Trust will indicate its position or take any action on at that meeting. 
 
Special meetings may be called by the chairperson or on a petition of a majority of the Trust 
members.  A written notice of a special meeting, stating the purpose of the meeting, shall be sent 
to each Trustee not less than twenty-four (24) hours prior to the time of the meeting.  Business 
transacted at a special meeting will be limited to that stated in the notice of the meeting. 
 
All meetings shall be open to the public with the exception of executive sessions authorized by 
law.  Final action resulting from executive session discussions will be taken during a meeting 
open to the public as required by law. 
 
During the interim between meetings, the office of the Central Region Assistant Superintendent 
shall be the office of the Trust.  The Trust’s public records shall be open for inspection in the 
manner provided by and subject to the limitation of the law. 
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Legal References: RCW 28A.330.070  Office of Board—Records available for 

public inspection 
 RCW 28A.343.380 Meetings 
 RCW 42.30 Open Public Meetings Act 
 WAC 200-110-190 (Applies only if the Trust self-insures 

any Trust benefits.) Standards for 
Operations—Meetings 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
Revised: September 25, 2013  
Updated: October 16, 2013  

http://apps.leg.wa.gov/rcw/default.aspx?cite=28A.330.070
http://apps.leg.wa.gov/rcw/default.aspx?cite=28A.343.380
http://apps.leg.wa.gov/rcw/default.aspx?cite=42.30
http://apps.leg.wa.gov/WAC/default.aspx?cite=200-110-190
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COMPLIANCE AND RISK MANAGEMENT 
 
 
Open Public Meetings 
 
All meetings, including study sessions and retreats, must be advertised in the Benefit Trust 
section on the Everett Public Schools’ web page as meetings that are open to the public.  If the 
Trust wishes to devote all or most of a special meeting to an issue(s) to be discussed in executive 
session (Policy #491), the special meeting should be called to order and then recessed to an 
executive session.  The purpose of the executive session should be announced and recorded in 
the minutes (e.g., personnel matters and litigation). 
 
All regular meetings must be held within the District boundaries.  Special meetings may be held 
outside the District with proper notice of the time and location. 
 
Meeting Notices 
 
A regular meeting does not require a public notice if held at the time and place provided by 
board policy.  If the Trust does not meet at its regular location, the meeting should be treated as a 
special meeting. Each Trustee should receive a printed agenda twenty-four hours in advance of 
the meeting. 
 
While other items of business may be discussed at a special meeting, no final action can be taken 
on topics, which have not been identified on the published agenda.  If an item is to be discussed 
in executive session in accordance with policy #491, the item of business must also appear on the 
agenda if final action is to be taken following the executive session. 
 
The Trust may recess a regular, special or recessed meeting to a specific future time.  Notice of 
such a recess and continuation must be posted at or near the door of the meeting room.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adopted: January 24, 2011  
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RESTATEMENT 
 

EVERETT SCHOOL EMPLOYEE 
 

BENEFIT TRUST 
 
 

THIS AGREEMENT is made and entered into effective as of September 1, 2005, by and 
among Everett School District (“District”), Everett Education Association (“Association”), and 
the undersigned who have been appointed by the District and the Association as trustees 
(collectively referred to as “Trustees”). 

RECITALS 

A. The original Everett School Employee Benefit Trust (the “Trust”) document was 
adopted as of July 1, 1985. 

B On May 19, 1988, the Trust was approved by the Internal Revenue Service as a 
voluntary employees’ beneficiary association (“VEBA”) within the meaning of Section 501(c)(9) 
of the Internal Revenue Code of 1986, as amended (the “Code”), to provide for the payment of 
certain health, accident, disability, death and other benefits as described in Section 501(c)(9) of 
the Code.  

C. On October 1, 1999, the Trust was approved as an individual self-insurance 
program under Title 48, Chapter 62 of the Revised Code of Washington (“RCW”) by the state 
risk manager. 

D. In order to effect certain changes and comply with applicable law, the District, 
Association, and Trustees wish to restate the trust document for the Everett School Employee 
Benefit Trust. 

District, Association, and Trustees AGREE as follows: 

1. ESTABLISHMENT OF TRUST 

1.1 Name and Purpose: The Name of this Trust is the “Everett School Employee 
Benefit Trust”.  The purpose of the Trust is to provide payment for the benefits 
described in Section 1.4 to participating employees and their dependents.   

1.2 Federal and State Law Compliance:  The Trust is a VEBA trust within the 
meaning of Section 501(c)(9) of the Code and is intended to qualify for 
exemption from federal income taxation.  The Trust is also an individual self-
insurance program under Title 48, Chapter 62 RCW.  The Trust shall be 
interpreted consistent with the intent of Section 501(c)(9) of the Code and Title 
48, Chapter 62 RCW and administered for the exclusive benefit of participating 
employees and their dependents, in a non-discriminatory manner, solely to 
provide benefits in accordance with the Trust. 
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1.3 Trust Fund: The District delivered or caused to be delivered to the Trustees any 
assets required for 1984-85 school year pursuant to the collective bargaining 
agreement between the District and Association.  These assets (if any) and 
contributions hereinafter made by the District and Participants to the Trust, 
together with the income therefrom, constitute the trust fund (“Fund”).  The 
Trustees shall have exclusive authority and discretion to manage and control the 
Fund, except as hereinafter provided in Section 3. 

1.4 Benefits:  Any benefits designated by the Trustees may be funded through the 
Trust, provided the benefits are described in Section 501(c)(9) of the Code.   

The Trust provides the following benefits:  

(a) Medical and prescription drug benefits funded by the Trust and 
administered by a third party administrator selected by the Trustees to 
administer such benefits. Benefit provisions are contained in the 
documents identified in Appendix I. 

(b) Medical benefits funded through insurance purchased by the Trust from an 
entity selected by the Trustees that is licensed or authorized by the State of 
Washington to transact insurance in the State of Washington.  Benefit 
provisions are contained in the contract or contracts identified in Appendix 
I. 

(c) Employee assistance benefits funded through insurance purchased by the 
Trust from an entity selected by the Trustees that is licensed or authorized 
by the State of Washington to transact insurance in the State of 
Washington. Benefit provisions are contained in the contract or contracts 
identified in Appendix I. 

(d) Dental benefits funded through insurance purchased by the Trust from an 
entity selected by the Trustees that is licensed or authorized to transact 
insurance in the State of Washington.  Benefit provisions are contained in 
the contract or contracts identified in Appendix I. 

(e) Basic life and accidental death and dismemberment benefits funded 
through insurance purchased by the Trust from an entity selected by the 
Trustees that is licensed or authorized by the State of Washington to 
transact insurance in the State of Washington.  Benefit provisions are 
contained in the policy identified in Appendix I. 

(f) Long term disability benefits funded through insurance purchased by the 
Trust from an entity selected by the Trustees that is licensed or authorized 
by the State of Washington to transact insurance in the State of 
Washington.  Benefit provisions are contained in the policy identified in 
Appendix I. 
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(g) Voluntary short-term disability, supplemental life and long-term care 
benefits funded through insurance purchased by the Trust from an entity 
selected by the Trustees that is licensed or authorized by the State of 
Washington to transact insurance in the State of Washington. Benefit 
provisions are contained in the policy identified in Appendix I. 

Trustees may change the benefits described above and revise Appendix I at any 
time without amendment to the Trust so long as the benefits are described in 
Section 501(c)(9) of the Code. 

1.5 Participation: The individuals entitled to benefits hereunder shall be: 

(a) those employees of the District who are not covered by a collective 
bargaining agreement and who are employed on a full-time or part-time 
basis as determined by the District;  

(b) those employees of the District who are designated as eligible employees 
in the collective bargaining agreement between the District and the 
Association;  

(c) those employees of the District who are covered by a collective bargaining 
agreement between the District and a union, other than the Association, 
which provides for participation in Trust benefits; and 

Any union or employee group which shall hereafter become parties to this Trust 
or receive benefits from same shall accept the terms of this Trust by written 
instrument, and shall agree to be represented by and be bound by the action of the 
Trust. 

1.6 Administrator: The Administrator of the benefit provided hereunder shall be the 
Trustees. 

1.7 Withdrawal from Trust; Forfeiture of Interest: In the event that any participating 
employee group, other than the District or Association, elects to terminate its 
participation in this trust and to withdraw from same, said withdrawing employee 
group shall forfeit its interest in any contingency reserves, initial deposits, 
refunds, surpluses, earnings, residual funds, dividends or other assets owned or 
held by the Trust and said property shall  be  used  for  the benefit of the 
remaining employees participating in the Trust for the purposes of this Trust. 

2. CONTRIBUTIONS TO THE FUND 

2.1 Time and Amount of Contributions: Contributions to the Fund by the District with 
respect to participants who are not covered by a collective bargaining agreement 
shall be made at such times and in such amounts as necessary to provide the 
benefits described herein.  District contributions with respect to an association or 
union participant shall be determined by the collective bargaining agreement 
between the District and association or union which covers such participant, and 
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shall be made at such times as required by the collective bargaining agreement.  
The Trustees shall determine the amount of Participant contributions, if any, 
necessary to obtain each benefit. Participant contributions are voluntary. 

2.2 Accountability of Trustees: The Trustees shall be accountable only for the 
contributions actually received.  The Trustees shall be under no duty to see that 
the contribution made to the Fund comply with the provisions of the collective 
bargaining agreement or benefit contracts, and shall not be obligated to collect 
contributions from participants.  The Trustees shall have all the authority 
necessary to take appropriate action for the purpose of collecting contributions to 
the Trust, including if necessary, the authority to institute legal proceedings for 
such purposes. 

2.3 Return of Contributions: Contributions may be returned to a participant or the 
District as appropriate if the contribution is made by reason of a mistake of fact 
(or law if permitted by applicable federal law) and such contribution to the extent 
of the mistaken amount is returned within one year of its payment. 

3. MANAGEMENT OF THE FUND 

3.1 Investment of the Fund In Cash Equivalents: Such portion of the assets of the 
Fund as, in the opinion of the Trustees, are required for the payment of benefits 
shall be deposited in one or more bank accounts with such bank or banks as the 
Trustees shall designate.  The remaining assets of the Fund shall be invested by 
the Trustees in accordance with section 4 below. 

3.2 Distribution of Benefits: The Trustees shall distribute benefits under the Plan.  
The Trustees may delegate this duty to a third party administrator by authorizing 
such administrator to withdraw and distribute directly from the Trust’s bank 
accounts, the benefits to which participants may be entitled.  The Trustees need 
not see to the application of said distributions and shall not be liable for any 
payment made by them or a third party administrator in good faith, without actual 
notice or knowledge of a change in the condition or status of any person affecting 
his or her right to receive payments hereunder. 

3.3 Correction of Errors: Any mistake in any direction, certificate, notice, or other 
document furnished or issued by the Trustees in connection herewith may be 
corrected when the mistake becomes known and the Trustees may direct any 
adjustment or action which they deem practicable under the circumstances to 
remedy the mistake. 

4. POWERS AND DUTIES OF TRUSTEES 

4.1 Investment: The Trustees shall invest and reinvest the portion of the assets of the 
Fund not designated under section 3.1 to be deposited in a bank account or 
accounts, and the income and earnings thereon.  The Trustees are specifically 
authorized to invest a portion of the Fund in deposits which bear a reasonable 
interest rate in a bank or similar financial institution supervised by the United 
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States or a state, irrespective of whether such bank or similar financial institution 
is a fiduciary with respect to this Trust Agreement.  

The Trustees may appoint an Investment Manager to manage, acquire and dispose 
of any asset in the Fund, provided that the party designated is either registered as 
an investment adviser under the Investment Advisers Act of 1940, or is a bank as 
defined in that Act, or is an insurance company qualified under the laws of more 
than one state of the United States to perform the duty of managing, acquiring and 
disposing of such assets.  Such Investment Manager shall be required by the 
Trustees to acknowledge in writing that it is a Fiduciary with respect to this 
Benefit Trust.  Neither the Trustees, District, Association nor any agent of any of 
them shall be liable for the acts or omissions of such Investment Manager so 
appointed or be under any obligation to invest or otherwise to manage any other 
of the assets of the Fund which are subject to the management of the Investment 
Manager.  The Trustees shall have the power to remove and replace any 
Investment Manager whose performance they deem unsatisfactory. 

All investment earnings and other passive income of the Fund shall be set aside as 
realized solely for the purpose of providing the benefits described herein and for 
payment of administrative costs of so providing such benefits.  No part of the net 
earnings of the Fund shall inure, other than by payment of benefits, to the benefit 
of any private shareholder or individual. 

4.2 Trustees’ Powers: The powers and authority or the Trustees shall be exercised 
solely in a fiduciary capacity consistent with and in the furtherance of the purpose 
of this Trust and not otherwise.  With respect to the assets of the Trust held 
hereunder, Trustees shall have the following powers and authority: 

(a) To manage, acquire and dispose of such assets; 

(b) To acquire securities or other property by purchase or subscription; 

(c) To sell, exchange, convey, transfer or otherwise dispose of any securities 
or other property held by it by private contract or at public auction; 

(d) To collect and reinvest the income of such assets; 

(e) To cause any securities or other property unregistered to be registered in 
their own name or in the name of one or more of their nominees, and to 
hold any investment in bearer form, but the books and records of Trustees 
shall at all times show that all such investments are part of the Fund; 

(f) To make, execute, acknowledge and deliver any and all documents of 
transfer and conveyance and any and all other instruments that may be 
necessary or appropriate to carry out their powers and duties hereunder; 

(g) To vote any securities held in the Fund;  
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(h) To institute any legal action or to appear or participate in any legal action 
to which they may be made a party, but only on the undertaking of the 
Fund, or the District and Association to defray all expenses or losses 
incident thereto; 

(i) To borrow money for purposes of the Trust and to execute and deliver 
notes, mortgages, pledges or other instruments as may be necessary in 
connection therewith; 

(j) To do all such acts and exercise all such rights and privileges, although not 
specifically mentioned herein as Trustees deem necessary to administer 
the Fund and carry out the purposes of the Trust; 

(k) To delegate and allocate by resolution specific responsibilities, obligations 
and duties imposed by the Trust to one or more Trustees or to committees 
composed of any number of Trustees; 

(l) To review, adjust. and settle, in their discretion, any claims brought by or 
against them as Trustees. 

No person dealing with Trustees shall be bound to see to the application of any money, or 
property paid or delivered to Trustees or to inquire into the validity or propriety of any 
transaction. 

4.3 Expenses: Trustees shall be reimbursed from the Fund for expenses reasonably 
incurred but shall not be entitled to compensation for the performance of their 
duties as Trustees.  All reasonable expenses which are necessary to operate and 
administer the Fund, including fees paid to persons employed pursuant to section 
4.5 shall be paid from Trust assets. 

4.4 Accounting: The Trustees, within a reasonable period following the close of the 
Trust Accounting Period and such other times as the Trustees may designate, shall 
render to the District and Association an account of its administration of the Trust 
Fund during the preceding Accounting Period or the period elapsed since their last 
accounting.  The records of the Trustees and their designated administrators shall 
be open to inspection by representatives of the District and Association at all 
reasonable times. 

4.5 Employment of Other: The Trustees are authorized to delegate and allocate 
ministerial duties to others, to engage such persons, counsel and agents, and to 
obtain such administrative, clerical, medical, legal, audit and actuarial services, as 
it may deem necessary in carrying out the provisions of the Trust. 

4.6 Interpretation and Employment of Counsel: The interpretations placed on this 
agreement and its terms by the Trustees shall, in the absence of fraud, be 
conclusive, and in case any dispute or doubt arises as to the construction of this 
instrument or the rights, liabilities, or duties of the Trustees under it, the Trustees 
may employ counsel, who may not be counsel for the District or Association, and 
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take advice of such counsel as they may select and shall be fully protected in 
acting upon and following such advice.  The Trustees shall be entitled to be 
reimbursed from the Fund for the expense so incurred. 

4.7 Action by the Trustees: The decision or act of a majority of the Trustees upon any 
matters, whether with or without a meeting shall be controlling; provided, all such 
Trustees were given the opportunity to vote on such decision or act.  The Trustees 
may by written instrument designate any one or more of them to execute on 
behalf of the Trustees any document to effectuate their actions and may, by 
written instruments, revoke or change any such designations.  The following shall 
govern the decision making processes of the Trustees: 

(a) Trustees shall meet as often as necessary to carry out the purpose and 
objectives of this Trust; provided, there shall be at least one meeting of the 
Trustees in each calendar year. 

(b) The Chairperson may schedule meetings with seventy-two (72) hours 
notice.  In cases of emergency, the seventy-two (72) hour notice is not 
required.  Further, any two (2) Trustees may call a meeting of the Trustees 
at any time by giving at least ten (10) days written notice of the time and 
place of the meeting to each of the other Trustees.  Meetings of the 
Trustees may also be hold at any time without notice if all of the Trustees 
consent thereto. 

(c) Decisions or actions of the Trustees taken at any meeting shall be 
determined by majority vote of the Trustees present at the meeting, 
provided that a quorum is present.  A quorum shall require four (4) 
Trustees be present with at least 50 percent of those Trustees present 
representing District.  No proxy voting shall be allowed.  In the event of a 
deadlock among the Trustees, no decision or action shall be taken by the 
Trustees. 

(d) The Trustees shall select among themselves a Chairperson and Secretary 
who shall serve for terms of one fiscal year and until their successors are 
selected.  For the first year of existence of this Trust the Chairperson 
position shall be filled from the District appointed Trustees and the 
Secretary position shall be filled from the Association appointed Trustees.  
For the second and all succeeding years, the position of Chairperson and 
Secretary shall alternate between the respective Trustee groups.  Each 
Trustee group shall select the individual who will serve in the appropriate 
capacity from among its own members by majority vote. 

4.8 Bonding: The Trustees shall be bonded as required by applicable law.  The costs 
of premiums for such bonds shall be paid out of the Fund.   

4.9 Determination of Rights: The Trustees shall have complete authority to 
determine, in accordance with the provisions of the Appendices the existence or 
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nonexistence, nature and amount of the rights and interest of all persons in the 
Fund and under the Appendices. The Trustees shall have authority to enforce the 
agreement on behalf of any and all, persons having or claiming any interest in the 
Fund.  In any action or proceeding affecting the Fund the Trustees shall be the 
only necessary parties, and no employee or former employee of the District or any 
other person having or claiming to have an interest in the Fund shall be entitled to 
any notice or process.  Any judgment which may be entered in any such action or 
proceeding shall be binding and conclusive on all persons having or claiming to 
have any interest in the Fund. 

4.10 Evidence of District or Association Action: Any action by the District or 
Association pursuant to any of the provisions of this Trust shall be evidenced by a 
written instrument executed by the District or Association respectively or by any 
person or persons authorized from time to time by the District or Association 
respectively to take such action as its representative or representatives. The 
Trustees shall be fully protected in taking or omitting any action in accordance 
with written directions reasonably appearing to conform with the foregoing 
provision. 

4.11 Records: The Trustees shall maintain records of participant contributions, District 
contributions, and benefits paid to or on behalf of participants.  The exact nature 
of medical disabilities giving rise to claims shall be confidential to the provider 
and participant, unless disclosure is otherwise allowed by law. 

4.12 Reports: The Trustees shall file or cause to be filed all annual reports, returns, and 
financial and other statements as required by any federal or state statute, including 
RCW 48.62.091, agency, or authority, within the time prescribed by law or 
regulation for filing said documents; and to furnish such reports, statements, or 
other documents to such participants and beneficiaries as required by federal or 
state statute or regulations, within the time prescribed for furnishing such 
documents. 

4.16 Claims Procedures: Any person claiming a benefit, requesting an interpretation or 
ruling under a benefit plan offered through or by the Trust or requesting 
information under a benefit plan offered through or by the Trust shall follow the 
claims procedure established by the Trustees.  The claims procedure shall 
conform with the requirements of applicable Washington law. 

 
5. RESIGNATION, REMOVAL, AND SUCCESSION OF TRUSTEE 

5.1 Removal of Trustee: The District may remove any Trustee appointed by the 
District at any time by delivery to such Trustee, and to the other Trustees then 
acting, an instrument signed by the District.  Likewise, the Association may 
remove any Trustee appointed by the Association at any time by delivery to such 
Trustee and to the other Trustees then acting, an instrument signed by the 
Association. 
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5.2 Resignation of Trustee: Any Trustee may resign, without the permission of any 
court or judge and without first accounting for his actions as Trustee, by giving 
written notice to the District, Association and to the other Trustees then acting, 
but the foregoing shall not relieve any Trustee so resigning of the obligation 
ultimately to account for his or her actions as such Trustee. 

5.3 Appointment of Successor Trustees: In the event of the death, resignation or 
removal for any reason of any Trustee, a successor Trustee may be appointed by 
an instrument signed by the District or Association, accepted in writing by such 
successor Trustee, copies of which shall be delivered by the District or 
Association to the other Trustees then acting.  The District shall appoint the 
successor of a District Trustee and the Association shall appoint the successor of 
an Association Trustee.  No vacancy or vacancies in the position of Trustee shall 
impair the power of the remaining Trustees to act in the manner herein provided 
for the purpose of administering the affairs of this Trust. 

5.4 Change In number of Trustees: The number of Trustees may be changed from 
time to time by the District and Association; provided, however, that the number 
thereof (except for temporary vacancy periods created by death, resignation or 
removal from office) shall not be less than three District Trustees and three 
Association Trustees. 

6. AMENDMENT OR TERMINATION 

6.1 Amendment: The District and Association shall have the right at any, time, and 
from time to time, to amend this Trust, in whole or in part, retroactively or 
otherwise.  In no event shall any such amendment cause this Trust to be used for 
any purpose other than the payment of benefits to participants and their 
dependents and beneficiaries or permit the net earnings of the Fund to inure other 
than by payment of benefits, to the benefit of any private shareholder or 
individual.  

6.2 Termination: This agreement and the Trust hereunder may be terminated at any 
time by the District, Association, or both, upon written notice delivered to the 
Trustees and the other party. Upon termination of the Trust for any reason, the 
Trustees shall make such distributions as they deem appropriate, after reserving 
from the assets of the Fund such amount as they reasonably shall deem necessary 
to provide for any sums chargeable against the Fund for which the Trustees may 
be liable, or for payment of expenses in connection with the settlement of their 
accounts or otherwise, except the assets of the Fund upon such termination shall 
be used solely for providing benefits to participants and their dependents and 
beneficiaries and no part of the net earnings of the Fund shall inure, other than by 
payment of benefits, to the benefit of any private shareholder or individual.  The 
Trustees, upon receipt of any direction from the District and Association upon 
termination, shall be under no duty to inquire into the propriety or validity 
thereof.  
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6.3 Continuation of Powers and Duties of Trustees: From and after the date of the 
termination of the Trust and until the final distribution of the assets of the Fund, 
the Trustees shall continue to have all the powers and duties provided under this 
agreement which are necessary and expedient for the orderly liquidation and 
distribution of the assets of the Fund. 

6.4 Duration of the Trust: Unless sooner terminated in accordance with section 6.2, 
this agreement and the Trust created hereby, shall continue for such time as the 
benefits hereunder are to be provided and as long thereafter as may be necessary 
for liquidation and distribution of the assets of the Fund. 

7. MISCELLANEOUS 

7.1 Accounting Period: The annual accounting period for the Trust shall be the twelve 
month period commencing July 1 and ending June 30. 

7.2 Applicable Law: This agreement shall be construed in accordance with applicable 
federal law and, to the extent otherwise applicable, the laws of the State of 
Washington. 

7.3 Benefits Not Assignable: The Trust and the benefits provided through or by the 
Trust are for the personal protection of the covered employees and their 
dependents and beneficiaries.  No vested or unvested interest of any covered 
employee, dependent or beneficiary may be assigned, seized by legal process, 
transferred or subjected to the claims of creditors in any way. 
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7.4 Nondiscrimination: The Trustees shall, to the fullest extent possible, treat alike all 
persons who are similarly situated. 

 
 

IN WITNESS WHEREOF, the parties hereto have executed this agreement this ___ day 
of ___________, 2005. 
 
EVERETT SCHOOL DISTRICT 
 
 
By:  
     Its:  
 

EVERETT EDUCATION ASSOCIATION 
 
 
By:  
     Its:  
 

 
DISTRICT TRUSTEES 
 
 
  
 
  
 
  
 

 
ASSOCIATION TRUSTEES 
 
 
  
 
  
 
  
 

 



APPENDIX I 

 
The terms conditions and limitations of the benefits described in 1.4 are contained in the written 
instruments listed from time to time in this Appendix I. 
 
A. Insured medical benefits provided through the following insurance contract/policy: 

1. Group Medical Coverage Agreement, Group Number 0026100, between Group 
Health Cooperative and the Trust. 

 
B. Insured medical benefits provided by the following insurance carrier through Washington 

Education Association (the documents governing these benefits are the contracts between 
WEA and the below-listed insurance carrier): 

1. Premera Blue Cross, Group Number 8000314-0001. 
 
C. Insured dental benefits provided by the following insurance carriers through Washington 

Education Association (the documents governing these benefits are the contracts between 
WEA and the below-listed insurance carriers): 

1. Washington Dental Service.   

2. Willamette Dental Service. 
 

D. Insured basic and voluntary term life and accidental death and dismemberment benefits 
provided through Metropolitan Life Insurance Company, Policy Number 74323-G.  

 
E. Insured long term disability provided through Standard Insurance Company, Policy 

Number 135033-B. 
 
F. Voluntary insured short term disability benefits provided through Standard Insurance 

Company, Policy Number 135033-A. 
 
G. Voluntary insured long term care insurance provided by UNUM Life Insurance Company 

of America.  Under this policy UNUM insures the employees of Everett School District 
(the Sponsoring Organization) under the Select Group Insurance Trust Policy Number 
292000. 

 
H. Employee assistance benefits provided through Magellan Behavioral Health, Inc., 

Customer Number ESEB00-01. 
 
I. Wellness program benefits offered pursuant to the Wellness Program described in Trust 

Policy 470 of the Everett School Employee Benefit Trust Operations Manual for 
Trustees. 

 

 
Revised: April 30, 2012  
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I. INTRODUCTION 

The Everett School Employee Benefit Trust (“Trust”) provides group health plan benefits 

(collectively the “Group Health Plan”) for eligible employees of the Everett School District 

(“District”). The Group Health Plan is sponsored by the District and the Everett Education 

Association (collectively the “Plan Sponsor”). The Group Health Plan is subject to the 

privacy rules of the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”) 

and its implementing regulations (“Privacy Rules”).   

 

It is the Trust’s and the Plan Sponsor’s policy that the Group Health Plan complies with 

HIPAA’s requirements for the privacy of protected health information (“PHI”). Thus, all 

members of the Trust’s workforce who have access to PHI relating to the Group Health Plan 

must comply with this Policy. For purposes of this Policy, the Trust’s workforce 

(“Workforce”) includes all individuals who would be considered part of the workforce under 

HIPAA, including Trustees of the Trust and employees of the District with access to PHI of 

the Group Health Plan.  

 

Members of Workforce may have access to PHI of employees, dependents and other persons 

participating in the Group Health Plan (“Participants”): 

 on behalf of the Group Health Plan; or  

 on behalf of the Trust, for administrative functions of the Group Health Plan and other 

purposes permitted by the Privacy Rules.  

 

HIPAA restricts the ability of the Group Health Plan and the Trust to use and disclose PHI.   

 

For purposes of this Policy, PHI means information that is created or received by the Group 

Health Plan that identifies an individual (or for which there is a reasonable basis to believe 

the information can be used to identify the individual) and relates to: 

 the past, present, or future physical or mental health or condition of an individual;  

 the provision of health care to an individual; or  

 the past, present, or future payment for the provision of health care to an individual.  

 

PHI includes information of persons living or deceased, except such information ceases to be 

PHI 50 years after the person has died. PHI includes information relating to such things as 

health status, medical condition, claims experience, receipt of health care, payment for health 

care, medical history, genetic information, and evidence of insurability. PHI does not include 

health information received from sources other than the Group Health Plan. 

 

Almost all of the Group Health Plan’s benefits are provided pursuant to insurance policies 

issued by insurance companies. The companies issuing health insurance coverage (“Health 

Insurance Issuers”) are also subject to HIPAA and the Privacy Rules, and this Policy is 

complementary and supplementary to the HIPAA privacy policies of the Health Insurance 

Issuers. To the extent that PHI of the Group Health Plan is under the control of a Health 

Insurance Issuer, and has not been disclosed or released to any member of the Workforce, the 

Health Insurance Issuer has primary responsibility for compliance with the Privacy Rules of 

HIPAA.   
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No third party rights (including, but not limited to, rights of Participants or Business 

Associates of the Group Health Plan) are created by or intended to be created by this Policy. 

The Trust reserves the right to amend or change this Policy at any time (even retroactively) 

without notice. To the extent this Policy establishes requirements and obligations above and 

beyond those required by HIPAA, the Policy is aspirational and is not legally binding upon 

the Group Health Plan or the Trust. This Policy does not address requirements under other 

federal laws or under state laws. To the extent this Policy is in conflict with the HIPAA 

Privacy Rules, the HIPAA Privacy Rules shall govern. 

 

II. PLAN’S RESPONSIBILITIES AS A COVERED ENTITY 

A. Privacy Official and Contact Person 

Debbie Kovacs, or such other person so designated by the Trust as her successor, is the 

privacy official for the Group Health Plan (“Privacy Official”). The Privacy Official is 

responsible for the development and implementation of policies and procedures relating 

to privacy of the PHI of the Group Health Plan, including this Policy. The Privacy 

Official of the Trust or a Privacy Official of the Health Insurance Issuer may serve as the 

contact person for Participants who have questions, concerns, or complaints about the 

privacy of their PHI. 

 

The Privacy Official is also responsible for ensuring that the Group Health Plan is in 

compliance with the provisions of the Privacy Rules regarding Business Associates, 

including the requirement that the Group Health Plan have a HIPAA-compliant Business 

Associate Agreement in place with all Business Associates. The Privacy Official shall 

monitor compliance by all Business Associates with the Privacy Rules and this Policy. 

 

B. Workforce Training 

The Trust will provide training in HIPAA and this Policy to members of the Workforce 

who have access to PHI of the Group Health Plan. The Privacy Official is charged with 

developing training schedules and programs so that Workforce members with access to 

PHI receive the training necessary and appropriate to permit them to carry out their 

functions relating to the Group Health Plan in compliance with HIPAA. 

 

C. Safeguards and Firewall 

Appropriate administrative, technical, and physical safeguards have been established to 

help prevent PHI use or disclosure (intentional or unintentional) in violation of HIPAA’s 

requirements. Administrative safeguards include implementing procedures for use and 

disclosure of PHI. Technical safeguards include limiting access to information by 

creating computer-firewalls. Firewalls ensure that only authorized Workforce members 

have access to PHI, that they have access to only the minimum amount of PHI necessary, 

and that they do not further use or disclose PHI in violation of the Privacy Rules. 

Physical safeguards include locking doors or filing cabinets containing PHI.  

 

D. Privacy Notice 

The Privacy Official is responsible for assuring that the Group Health Plan has a notice of 

the privacy practices (“Privacy Notice”) that describes: 

 the uses and disclosures of PHI that may be made by the Group Health Plan; 

 the rights of individuals under the Privacy Rules; 



 

 4 

 the legal duties of the Group Health Plan with respect to the PHI; and 

 other information as required by the Privacy Rules. 

The Privacy Official may rely on the Privacy Notice of the Health Insurance Issuers or may 

develop and utilize a separate Privacy Notice for the Trust. The Privacy Notice will contain a 

description of the complaint procedures for the Group Health Plan, the name and telephone 

number of the contact person for further information, and the date of the notice. 

The Privacy Notice is located on the Trust’s or the Health Insurance Issuer’s website. The 

notice is also individually delivered: 

 on an ongoing basis, at the time of an individual’s enrollment in the Group Health Plan; 

 to Participants requesting the notice; and 

 to Participants (1) within 60 days after a material change to the notice; or (2) during the 

open enrollment period for the Group Health Plan immediately following a material 

change. 

A notice of availability of the Privacy Notice (or a copy of the Privacy Notice itself) is 

distributed at least once every three years in compliance with the Privacy Rules. 

E. Complaints 

The contact person for receiving HIPAA privacy complaints regarding the Group Health 

Plan is:   

Debbie Kovacs 

Human Resources 

3900 Broadway 

Everett, WA 98201 

425-385-4023  

 

Upon request, the contact person will provide the Group Health Plan’s process for 

individuals to lodge complaints about the Group Health Plan concerning the Privacy 

Rules and the system for handling such complaints. A copy of the complaint procedure 

shall be provided to any Participant upon request. The resolution of a complaint will 

depend on the particular facts and circumstances of the complaint. Examples of 

complaint resolution include: 

 Educating the individual about this Policy; 

 Implementing changes to this Policy; 

 Providing additional training for Workforce members on this Policy, the Privacy 

Rule, or other applicable laws or regulations; 

 Obtaining confidentiality agreements with persons who received PHI in violation of 

the Privacy Rule or taking other steps to prevent further unauthorized uses and 

disclosures of the PHI; 

 Monitoring the credit histories of affected individuals to prevent identity thefts; 

 Discussing a complaint with the relevant parties and, if necessary, imposing sanctions 

on individuals who violate this Policy or the Privacy Rule; and 

 Issuing new Workforce communication materials or a revised Privacy Notice 

regarding this Policy. 
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Complaints concerning HIPAA violations by a Health Insurance Issuer will be forwarded 

to the HIPAA contact person for the Health Insurance Issuer.   

 

If, at any time, an individual wants to know the status of his or her complaint, he or she 

should contact the Privacy Official. Once a complaint has been resolved, the Privacy 

Official will contact the individual who filed the complaint in writing with the resolution.   

 

The Privacy Official will maintain a record of the complaints and a brief explanation of 

each resolution, if any, for a period of six years.  

 

F. Workforce Sanctions for Violations of Privacy Policy 

Workforce members are subject to sanctions for using or disclosing PHI in violation of 

Privacy Rules in accordance with the District’s disciplinary rules for employees, up to 

and including termination. These rules are available upon request from the District’s 

human resources department.   

 

G. Mitigation of Inadvertent Disclosures of PHI 

The Trust shall mitigate, to the extent possible, any harmful effects that are known to 

have resulted from a use or disclosure of an individual’s PHI by a member of the 

Workforce in violation of the Privacy Rules or this Policy. If a Workforce member or 

Business Associate becomes aware of an unauthorized use or disclosure of PHI (either by 

a Workforce member or an outside consultant/contractor), the Workforce member or 

Business Associate must immediately contact the Privacy Official so that appropriate 

steps to mitigate the harm to the individual can be taken. 

 

H. No Intimidating or Retaliatory Acts; No Waiver of HIPAA Privacy 

No Workforce member may intimidate, threaten, coerce, discriminate against, or take 

other retaliatory action against individuals for exercising their rights, filing a complaint, 

participating in an investigation, or opposing any improper practice under HIPAA. 

 

No individual shall be required to waive his or her privacy rights under HIPAA as a 

condition of treatment, payment, enrollment, or eligibility under the Group Health Plan.  

 

I. Plan Document 

The Group Health Plan documents include provisions describing the permitted and 

required uses and disclosures of PHI of the Group Health Plan for administrative or other 

permitted purposes. Specifically, the Trust will:   

 not use or further disclose PHI other than as permitted by the Group Health Plan 

documents or as required by law; 

 ensure that any agents or subcontractors to whom the Trust provides PHI received 

from the Group Health Plan agree to the same restrictions and conditions that apply to 

the Trust; 

 not use or disclose PHI for employment-related actions; 

 report to the Group Health Plan any use or disclosure of the information that is 

inconsistent with the permitted uses or disclosures under HIPAA; 
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 make PHI available to individuals participating in the Group Health Plan, consider 

amendments to their PHI, and, upon request, provide them with an accounting of PHI 

disclosures in accordance with the HIPAA Privacy Rules; 

 make the Trust’s internal practices and records relating to the use and disclosure of 

PHI available to the Department of Health and Human Services (“HHS”) upon 

request; and 

 if feasible, return or destroy all PHI received from the Group Health Plan that the 

Trust still maintains in any form and retain no copies of such information when no 

longer needed for the purpose for which disclosure was made, except that, if such 

return or destruction is not feasible, limit further uses and disclosures to those 

purposes that make the return or destruction of the information infeasible.  

J. Documentation 

This Policy and all other of the privacy policies and procedures relating to the Group 

Health Plan are documented and maintained for at least six years from the date last in 

effect. Policies and procedures must be changed as necessary or appropriate to comply 

with changes in the law, standards, requirements, and implementation specifications 

(including changes and modifications in regulations). Any changes to policies or 

procedures must be promptly documented. 

The Privacy Official shall document certain events and actions (including authorizations, 

requests for information, sanctions, and complaints) relating to an individual’s privacy 

rights. 

The documentation of any policies and procedures, actions, activities and designations 

may be maintained in either written or electronic form. Such documentation will be 

maintained for at least six years. 

 

III. POLICIES ON USE AND DISCLOSURE OF PHI 

A. Use and Disclosure Defined: Other Definitions 

The Group Health Plan will use and disclose PHI only as permitted under HIPAA. The 

terms “use” and “disclosure” are defined as follows: 

 Use. The sharing, employment, application, utilization, examination, or analysis of 

PHI by any person working for or on behalf of the Group Health Plan or by a 

Business Associate (defined below) of the Group Health Plan. 

 Disclosure. For information that is PHI, disclosure means any release, transfer, 

provision of access to, or divulging in any other manner of PHI to persons who are 

not employees of the Health Insurance Issuers or who are not members of the 

Workforce.   

 

The terms “use” and “disclosure” also include the creation, transmission, maintenance or 

receipt of PHI. Terms used but not otherwise defined in this document shall have the 

meaning given the terms in the HIPAA Privacy Rules.   

 

B. Workforce Must Comply with the Policy  

All members of the Workforce who have access to PHI of the Group Health Plan must 

comply with this Policy. 
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C. Permitted Uses and Disclosures for Plan Administrative Purposes 

The Group Health Plan may disclose to the Workforce the following:   

 de-identified health information relating to Participants;  

 enrollment information; 

 summary health information (as that term is defined in the Privacy Rules) for the 

purposes of obtaining premium bids for providing health insurance coverage under 

the Group Health Plan or for modifying, amending, or terminating the Group Health 

Plan; or  

 PHI pursuant to an authorization from the individual whose PHI is disclosed. 

 

The Group Health Plan may disclose PHI to members of the Workforce who have access 

to use and disclose PHI to perform functions on behalf of the Group Health Plan or to 

perform plan administrative functions (“Employees with Access”).   

 

Employees with Access may disclose PHI to other Employees with Access for 

administrative functions relating to the Group Health Plan (but the PHI disclosed must be 

limited to the minimum amount necessary to perform the plan administrative function). 

Employees with Access may not disclose PHI to employees (other than Employees with 

Access) unless an authorization is in place or the disclosure otherwise is in compliance 

with this Policy and the Privacy Use and Disclosure Procedures. Employees with Access 

must take all appropriate steps to ensure that the PHI is not disclosed, available, or used 

for employment purposes. For purposes of this Policy, “plan administrative functions” 

include the payment and health care operation activities described in Section III. D. of 

this Policy. 

 

D. Permitted Uses and Disclosures: Payment, Health Care Operations and Treatment  

PHI may be used and disclosed for the payment purposes of the Group Health Plan, 

including uses by and disclosures to a Business Associate of the Group Health Plan, and 

PHI may be disclosed to another Covered Entity for the Payment purposes of that 

Covered Entity. These uses and disclosures do not require an authorization from the 

individuals whose PHI is being used or disclosed.    

 

Payment. Payment includes activities undertaken to obtain contributions to the Group 

Health Plan or to determine or fulfill the responsibility for provision of the Group Health 

Plan, or to obtain or provide reimbursement for health care. Payment also includes: 

 eligibility and coverage determinations including coordination of benefits and 

adjudication or subrogation of health benefit claims; 

 risk-adjusting based on enrollee status and demographic characteristics; 

 billing, claims management, collection activities, obtaining payment under a contract 

for reinsurance (including stop-loss insurance and excess loss insurance) and related 

health care data processing; and 

 any other payment activities permitted by the Privacy Rules. 
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PHI may be used and disclosed for purposes of the health care operations of the Group 

Health Plan. PHI may be disclosed to another Covered Entity for purposes of the other 

Covered Entity’s quality assessment and improvement, case management, or health care 

fraud and abuse detection programs, if the other Covered Entity has (or had) a 

relationship with the Participant and the PHI requested pertains to that relationship. 

 

Health Care Operations. Health care operations means any of the following activities: 

 conducting quality assessment and improvement activities;  

 reviewing health plan performance; 

 underwriting and premium rating; 

 conducting or arranging for medical review, legal services and auditing functions;  

 business planning and development; 

 business management and general administrative activities; and 

 other health care operations permitted by the HIPAA Privacy Rules. 

 

Treatment. The Group Health Plan may disclose PHI to a health care provider for 

treatment activities of a health care provider.  “Treatment” means the provision, 

coordination, or management of health care by one or more health care providers.  It 

includes health care coordination or management between a health care provider and a 

third party, as well as consultation and referrals between providers.  

 

E. Other Use and Disclosure Rules  

PHI may not be used or disclosed for Non-Health Plan Purposes, unless the individual 

who is the subject of the PHI has provided an authorization for such use or disclosure (as 

discussed in Section III. I. “Disclosures of PHI Pursuant to an Authorization”) or such 

use or disclosure is required or allowed by applicable state law and particular 

requirements under the Privacy Rules are met. 

The Group Health Plan shall not use or disclose PHI that is genetic information for 

purposes of underwriting, and all other uses and disclosures of PHI that is genetic 

information shall be in compliance with the HIPAA Privacy Regulations. The term 

“genetic information” means genetic tests of an individual, fetus or embryo, genetic tests 

of an individual’s family member or the fetus or embryo of a family member, the 

manifestation of a disease or disorder in an individual’s family member, requests for or 

receipt of genetic services (genetic tests, genetic counseling or genetic education), and 

participation in clinical research which includes genetic services, all as defined in 45 

C.F.R. § 160.103.  Genetic information excludes information about the sex or age of any 

person and certain tests directly related to a manifested disease, disorder, or pathological 

condition of the individual.   

The Group Health Plan shall not use or disclose PHI for marketing, fundraising, or 

research purposes, and shall not sell the PHI of individuals, unless the Group Health Plan 

complies with the applicable rules for such uses, disclosures, and sales under the HIPAA 

Privacy Rule.  
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F. Mandatory Disclosures of PHI 

An individual’s PHI must be disclosed, in accordance with the Privacy Rules, in the 

following situations: 

 the disclosure is to the individual who is the subject of the information (see Section 

IV. A. of this Policy);  

 the disclosure is required by law; or 

 the disclosure is made to HHS for purposes of enforcing HIPAA. 

 

G. Other Permitted Disclosures of PHI to Personal Representatives, Family Members, 

Close Friends, and Others 

Personal Representatives.  The Group Health Plan will treat a personal representative of 

an individual as the individual, and the individual’s PHI may be disclosed to the personal 

representative without an authorization. In general, the following are personal 

representatives of an individual:   

 The parent or guardian is the personal representative of a minor child.   

 The executor or administrator of an estate is the personal representative of a deceased 

individual. 

 A person who is given a power of attorney to act for health care purposes for the 

individual is a personal representative of the individual.   

 

In certain instances, a parent will not be treated as a personal representative of a minor 

child.  For example, the parent will not be treated as the personal representative of the 

minor child for certain PHI if: 

 The minor child lawfully obtained the medical services relating to such PHI with the 

consent of someone, other than the parent, who is authorized by law to give that 

consent (e.g., a court);  

 The minor lawfully consented to and obtained the medical services relating to such 

PHI and state law does not require the consent of anyone else; or 

 The parent has agreed to a confidentiality agreement between the health care provider 

and the minor with respect to the medical services relating to the PHI. 

 

However, even if a parent or guardian is not treated as a personal representative of a 

minor child under these rules, the Group Health Plan will follow applicable state law on 

this subject: the Group Health Plan will disclose, or provide access to, PHI about the 

minor child to the parent or guardian if permitted or required to do so by applicable state 

or other law, and if any disclosure or access to a parent or guardian is prohibited by state 

or other law, the Group Health Plan may not disclose, or provide access to, PHI about a 

minor child to the parent or guardian.   

 

Even if a parent, spouse, guardian or other person does not qualify as a personal 

representative under these rules, disclosure to these persons may be acceptable under the 

next section, “Others Acting on an Individual’s Behalf.”   
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The Group Health Plan may elect not to treat a person as an individual’s personal 

representative if, in the exercise of professional judgment, the Group Health Plan decides 

that it is not in the best interest of the individual because of a reasonable belief that: 

 The individual has been or may become subject to abuse, domestic violence, or 

neglect by the person; or 

 Treating the person as a personal representative could endanger the individual. 

 

Others Acting on an Individual’s Behalf.  The HIPAA Privacy Rule allows the Group 

Health Plan to disclose an individual’s PHI to certain individuals other than the 

individual or the personal representative of the individual without an authorization, if 

necessary, for payment, health care operations and for certain other purposes. This can 

include disclosures of an individual’s PHI to the individual’s family members, close 

friends, and others involved in the individual’s care or payment for such care. In making 

these disclosures, the Group Health Plan will make reasonable efforts to limit disclosures 

to the minimum necessary to accomplish the intended purpose. “Family member” 

includes members of the individual’s immediate family, as well as other relatives of the 

individual.   

 

PHI can be disclosed without an authorization to an individual’s family members, friends, 

and others who are not personal representatives, if any of the following conditions apply: 

 Information describing the individual’s location, general condition, or death may be 

provided to a family member, close friend, or other person responsible for the 

individual’s care (including disclosing PHI to a public or private entity authorized by 

law or by its charter to assist in disaster relief efforts). 

 When the individual is present or available prior to the disclosure, PHI may be 

disclosed to a family member, close friend, or other person identified by the 

individual who is involved in the individual’s care or payment for that care of any 

PHI directly relevant to the person’s involvement with the individual’s care or 

payment for that care, if: (1) the individual has agreed orally or in writing to such 

disclosure; (2) the individual had the opportunity to agree or object to the disclosure, 

and did not express an objection; or (3) the Group Health Plan can reasonably infer, 

based on professional judgment, that the individual does not object to the disclosure.  

 When an individual is not present or the individual’s agreement cannot be obtained 

due to incapacity or emergency, PHI may be disclosed to family members, close 

friends, or others involved in the individual’s care or payment for such care if, in the 

exercise of professional judgment, it is determined that the disclosure is in the best 

interest of the individual, limited to disclosures of PHI that are directly relevant to the 

person’s involvement in the individual’s care or payment.   

 When an individual is deceased, the Group Health Plan may disclose to family 

members, close friends, or others involved in the individual’s care or payment for 

health care prior to the individual’s death, PHI of the deceased individual that is 

relevant to such person’s involvement, unless doing so is inconsistent with any prior 

expressed preference of the individual that is known to the Group Health Plan.   
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H. Other Permitted Disclosures of PHI 

PHI may be disclosed in the following situations without an individual’s authorization, 

when specific requirements of Section 164.512 of the HIPAA Privacy Rules are satisfied:   

 when required by law; 

 when such disclosure is to a government authority, as described in Section 

164.512(c)(1) of the Privacy Rules, about an individual whom the Group Health Plan 

reasonably believes to be a victim of abuse, neglect or domestic violence, so long as 

the Group Health Plan informs the individual, unless the Group Health Plan believes 

informing the individual would place the individual in risk of serious harm or would 

not be in the best interests of the individual; 

 for judicial and administrative proceedings; 

 for law enforcement purposes; 

 for public health activities described in Section 164.512(b)(1) of the Privacy Rules; 

 for health oversight activities authorized by law to a health oversight agency; 

 about decedents; 

 for cadaveric organ-, eye- or tissue-donation purposes; 

 for certain limited research purposes; 

 to avert a serious threat to health or safety; 

 for specialized government functions; and 

 that relate to workers’ compensation programs. 

These disclosures require the prior approval of the Privacy Official. 

I. Disclosures of PHI Pursuant to an Authorization 

PHI may be disclosed for any purpose listed in an authorization if an authorization that 

satisfies all of HIPAA’s requirements for a valid authorization is provided by the 

individual who is the subject of the PHI, or the individual’s personal representative. All 

uses and disclosures made pursuant to a signed authorization must be consistent with the 

terms and conditions of the authorization. The authorization must comply with the 

Privacy Rules.   

J. Complying with the Minimum Necessary Standard 

HIPAA requires that when PHI is used or disclosed, the amount disclosed generally must 

be limited to the “minimum necessary” to accomplish the purpose of the use or 

disclosure.  

However, the minimum necessary standard does not apply to any of the following: 

 uses or disclosures made to the individual; 

 uses or disclosures made pursuant to a valid authorization; 

 disclosures made to HHS; 

 uses or disclosures required by law; and 

 uses or disclosures required to comply with HIPAA. 



 

 12 

The Group Health Plan, when disclosing PHI subject to the minimum necessary standard, 

must take reasonable and appropriate steps to ensure that only the minimum amount of 

PHI that is necessary for the requestor is disclosed. 

 

Minimum Necessary When Disclosing PHI. For making disclosures of PHI to any other 

covered entity, Business Associate or medical providers for claims payment/adjudication, 

plan design and pricing or internal/external auditing purposes, only the minimum 

necessary amount of information will be disclosed. All other disclosures must be 

reviewed on an individual basis with the Privacy Official to ensure that the amount of 

information disclosed is the minimum necessary to accomplish the purpose of the 

disclosure.  

 

Minimum Necessary When Requesting PHI. For making requests for disclosure of PHI 

from covered entities, Business Associates, medical providers or Participants for 

purposes of claims payment/adjudication, plan design and pricing or internal/external 

auditing purposes, only the minimum necessary amount of information will be requested. 

All other requests must be reviewed on an individual basis with the Privacy Official to 

ensure that the amount of information requested is the minimum necessary to accomplish 

the purpose of the disclosure. 

 

Disclosing or requesting a Limited Data Set is considered to be complying with the 

minimum necessary standard in most instances, and disclosures and requests should be 

limited to a Limited Data Set when appropriate for purposes of the Group Health Plan.   

 

K. Disclosures of PHI to Business Associates 

The Trust may disclose or authorize the disclosure of PHI to the Business Associates of 

the Group Health Plan and allow the Business Associates to use, disclose, maintain, 

transmit, create or receive PHI on behalf of the Group Health Plan. However, prior to 

doing so, the Group Health Plan must first obtain assurances from the Business Associate 

that it will appropriately safeguard the information. Before sharing PHI with third parties 

who meet the definition of a “Business Associate,” employees must contact the Privacy 

Official and verify that a Business Associate Agreement is in place. 

 

In general, a Business Associate is a person or organization, other than a member of the 

Workforce, that creates, uses, discloses, receives, maintains, or transmits PHI for 

functions of the Group Health Plan that are regulated by the Privacy Rule. A Business 

Associate also includes:  (1) a Health Information Organization, E-prescribing Gateway, 

or other entity or person that provides data transmission services with respect to PHI of 

the Group Health Plan and that requires access to the PHI of the Group Health Plan on a 

routine basis; (2) a person or entity that offers a personal health record to individuals on 

behalf of the Group Health Plan or other covered entity; and (3) a subcontractor that uses, 

discloses, creates, receives, maintains, or transmits PHI on behalf of a Business 

Associate.   

 

However, persons or organizations are not considered Business Associates if their 

functions or services do not involve the use, disclosure, creation, receipt, maintenance, or 

transmittal of PHI, and where any access to Protected Health Information by such persons 

or organizations would be incidental, if at all. A Business Associate does not include: (1) 

a health care provider, with respect to disclosure by the Group Health Plan or other 
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covered entity to a health care provider concerning the treatment of the individual; (2) a 

plan sponsor, with respect to disclosures by a group health plan to the plan sponsor in 

accordance with the Privacy Rule; (3) certain governmental agencies; and (4) insurance 

companies writing insurance policies for the Group Health Plan.  

 

The Privacy Rule requires each Business Associate who is a prime contractor with the 

Group Health Plan (“Prime Business Associate”) to enter into a written contract (a 

“Business Associate Agreement”) with the Group Health Plan before the Group Health 

Plan can disclose PHI to the Prime Business Associate. The Trust will also be a signatory 

to each such Business Associate Agreement. Each Prime Business Associate must also 

enter into a Business Associate Agreement with each of its subcontractors who use, 

disclose, maintain, transmit, create, or receive the PHI of the Group Health Plan 

(“Subcontractor Business Associate”). The Prime Business Associate and the 

Subcontractor Business Associate can use and disclose PHI of the Group Health Plan 

only for the purposes provided in the Business Associate Agreement between the Group 

Health Plan and the Prime Business Associate. The Privacy Official will monitor how 

PHI maintained by the Prime Business Associate and the Subcontractor Business 

Associate is handled at the termination of the Business Associate Agreement with the 

Prime Business Associate and will, while the agreement is in force, act upon complaints 

of privacy violations and breaches of PHI. 

 

Identifying Business Associates.  The Group Health Plan will determine which service 

providers are Prime Business Associates. Upon request, the Prime Business Associates 

will identify the Subcontractor Business Associates and the agents of the Prime Business 

Associates with access to the PHI of the Group Health Plan.   

 

Preparing and Signing Business Associate Agreements.  The Group Health Plan will 

require each Prime Business Associate to sign a Business Associate Agreement. Each 

Prime Business Associate will be required to sign a Business Associate Agreement with 

each of its Subcontractor Business Associates containing substantially the same terms as 

the Business Associate Agreement between the Group Health Plan and the Prime 

Business Associate.   

 

Timing of Business Associate Agreements.  The Group Health Plan will not disclose PHI 

to a Prime Business Associate or to a Subcontractor Business Associate unless the 

required Business Associate Agreements have been signed.   

 

Responsibilities of the Privacy Official.  The Privacy Official will monitor the PHI that 

the Prime Business Associate and Subcontractor Business Associate must return to the 

Group Health Plan or destroy (or extend the protections of the Business Associate 

Agreement if the PHI is not returned or destroyed) upon termination of the Business 

Associate Agreement with the Prime Business Associate.  

 

The Privacy Official will ensure that all complaints about privacy violations by a 

Business Associate are reviewed in accordance with this Policy. If the Privacy Official 

knows of acts or patterns of activity by a Business Associate that are material violations 

of the Business Associate Agreement, the Privacy Official will take reasonable steps to 

cure the breach or end the violation. If such steps are unsuccessful, the Privacy Official 

will determine, in consultation with legal counsel, whether termination of the business 
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relationship with the Prime Business Associate and/or the Business Associate Agreement 

is feasible. 

The Privacy Officer will verify that Business Associate Agreements for the Group Health 

Plan comply with the Privacy Rules. The Group Health Plan will keep all Business 

Associate Agreements for six years after the date of termination of such agreements.   

 

L. Disclosures of De-Identified Information 

The Group Health Plan may freely use and disclose information that has been “de-

identified” in accordance with the Privacy Rules. De-identified information is health 

information that does not identify an individual and with respect to which there is no 

reasonable basis to believe that the information can be used to identify an individual.  

Employees with Access can determine that information is de-identified either by (1) 

professional statistical analysis; or (2) removing the following identifiers: 

 Names. 

 All geographic subdivisions smaller than a state. 

 All elements of dates (except years) for dates directly related to the individual. 

 Telephone numbers. 

 Fax numbers. 

 Email addresses. 

 Social Security numbers. 

 Medical record numbers. 

 Health plan beneficiary numbers. 

 Account numbers. 

 Certificate/license numbers. 

 Vehicle identifiers. 

 Device identifiers. 

 Web Universal Resource Locators (URLs). 

 Internet Protocol (IP) address numbers. 

 Biometric identifiers. 

 Full-face photographic images. 

 Any other unique or identifying characteristics. 

 

IV. POLICIES ON INDIVIDUAL RIGHTS 

A. Access to and Requests for Amendment of Designated Record Set 

HIPAA gives individuals the right to access and obtain copies of their PHI that the Group 

Health Plan (or a Business Associate) maintains in Designated Record Sets.   

Designated Record Set means a group of records maintained by or for the Group Health 

Plan that includes: 
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 the enrollment, payment, and claims adjudication record of an individual maintained 

by or for the Group Health Plan; or 

 other PHI used, in whole or in part, by or for the Group Health Plan to make coverage 

decisions about an individual. 

 

Individuals may access copies of their own PHI by submitting a written request to the 

Privacy Official. However, if the PHI is being held by the Health Insurance Issuer, the 

Privacy Official may require that the individual make the request to the Health Insurance 

Issuer.   

 

The Privacy Official must respond to a request within 30 days, unless the Privacy Official 

extends the response time for up to an additional 30 days in accordance with 45 

C.F.R.§164.524. Individuals may be allowed to inspect the records or may request a copy 

of the records. If the individual requests a copy of the records, the individual may be 

charged a reasonable cost-based fee for providing the records. The Privacy Official may 

deny the request in writing if the individual seeks psychotherapy notes, information 

compiled in anticipation of legal proceedings, or information that is protected by 

applicable law. If access is denied, the individual has the right to have the denial 

reviewed.   

If the individual’s request to inspect or copy directs the Group Health Plan to transmit a 

copy of the PHI directly to another person designated by the individual, the Group Health 

Plan must provide the copy to the person so designated. The individual’s request must be 

in writing, signed by the individual, and must clearly identify the other person and where 

to the send the copy of the PHI.   

If the PHI in the Designated Record Set being requested is maintained electronically, and 

the individual requests an electronic copy of such PHI, the Group Health Plan will 

provide the individual with access to the PHI in the electronic form and format requested 

by the individual if readily producible by the Group Health Plan. If not readily producible 

in the form and format requested by the individual, the Group Health Plan will produce 

the PHI in a readable electronic form and format agreed to by the Privacy Official and the 

individual.   

HIPAA also provides that individuals may request to have their PHI amended. The Group 

Health Plan will provide access to PHI and it will consider requests for amendment that 

are submitted in writing by individuals. An individual may request the amendment by 

submitting a request in writing to the Privacy Official. If the PHI is being held by the 

Health Insurance Issuer, the Privacy Official may require that the individual make the 

request to the Health Insurance Issuer.   

The Privacy Official must respond to a request within 60 days, unless the Privacy Official 

extends the response time for up to an additional 30 days in accordance with 

45 C.F.R. § 164.524. The Group Health Plan may deny the request in writing if (1) the 

Group Health Plan did not create the PHI on record, unless the individual provides a 

reasonable basis to believe that the originator is no longer available; (2) access to the PHI 

would not be available for inspection under the Privacy Rules; or (3) the Group Health 

Plan determine that the PHI record is accurate and complete. If the request for 

amendment is denied, the individual has a right to submit a statement of disagreement 

and to have the statement attached to the PHI record. 
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B. Accounting 

An individual has the right to obtain an accounting of certain disclosures of his or her 

own PHI made in the last six years. However, this right to an accounting not include the 

following disclosures:   

 to carry out treatment, payment or health care operations; 

 to individuals about their own PHI; 

 incident to an otherwise permitted use or disclosure; 

 pursuant to an authorization; 

 to persons involved in the individual’s care or payment for the individual’s care or for 

certain other notification purposes; 

 to correctional institutions or law enforcement when the disclosure was permitted 

without authorization; 

 as part of a limited data set; or 

 for specific national security or law enforcement purposes. 

 

Response to an accounting request is normally made within 60 days. If unable to provide 

the accounting within 60 days, the Group Health Plan may extend the period by 30 days, 

provided that it gives the individual notice (including the reason for the delay and the 

date the information will be provided) within the original 60-day period. 

 

The accounting must include the date of the disclosure, the name of the receiving party, a 

brief description of the information disclosed, and a brief statement of the purpose of the 

disclosure that reasonably informs the individual of the basis for the disclosure (or a copy 

of the written request for disclosure, if any). If a brief purpose statement is included in the 

accounting, it must be sufficient to reasonably inform the individual of the basis of the 

disclosure. 

 

The first accounting in any 12-month period is provided free of charge. The Privacy 

Official may impose reasonable production and mailing costs for subsequent accountings. 

 

C. Requests for Alternative Communication Means or Locations 

Individuals have the right to request to receive communications regarding their PHI by 

alternative means or at alternative locations. For example, individuals may ask to be 

called only at work rather than at home. Individuals wishing to do so must submit such a 

request in writing to the Privacy Official. The Group Health Plan may, but need not, 

honor such requests. The decision to honor such a request shall be made by the Privacy 

Official in consultation, as necessary, with the Health Insurance Issuer. The Group Health 

Plan may condition the accommodation on information as to how payment, if any, will be 

handled or specification of an alternative address or other method of contact. 

 

However, the Group Health Plan shall accommodate such a request if the individual 

clearly states that the disclosures of all or part of the information by regular means could 

endanger the individual. The Privacy Official has responsibility for administering 

requests for confidential communications. 
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D. Requests for Restrictions on Use and Disclosure of PHI 

An individual may request restrictions on the use and disclosure of the individual’s PHI. 

The Group Health Plan may, but need not, honor such requests, except as provided 

below. Such a request must be made in writing to the Privacy Official. The decision to 

honor such a request shall be made by the Privacy Official in consultation, as necessary, 

with the Health Insurance Issuer. If the Privacy Official agrees to a restriction in writing, 

the Group Health Plan will comply with the restriction unless an emergency or the law 

prevents such compliance, or until the restriction is terminated by either the individual or 

the Privacy Official.   

 

If the PHI pertains solely to a health care item or service for which the health care 

provider involved has been paid out of pocket in full, the Group Health Plan must comply 

with the request for restriction.  

 

V. REPORTABLE BREACH NOTIFICATION POLICY 

The Group Health Plan adopts this policy to comply with the HIPAA rules on Breach 

Notification for Unsecured Protected Health Information, found at 45 C.F.R. Part 164, 

Subpart D (“HHS Breach Regulations”). This policy replaces any prior Reportable Breach 

Notification Policy adopted by the Trust and/or Group Health Plan.   

 

Under the HHS Breach Regulations, the Group Health Plan is required to provide notice to 

the affected individuals, to HHS, and, in certain instances, to the media if a breach of 

unsecured PHI of the Group Health Plan has occurred, including instances in which the 

breach occurred regarding the unsecured PHI of the Group Health Plan being used or held by 

Business Associates of the Group Health Plan.   

 

A. Reportable Breach 

The first step is to determine whether a Reportable Breach has occurred. If there is not a 

Reportable Breach, then there is no Notification Requirement. All Workforce members 

and Business Associates are required to report incidents involving breaches or possible 

breaches to the Privacy Official. The Privacy Official is responsible for determining if a 

Reportable Breach has occurred in accordance with the following rules. 

There is a Reportable Breach when all of the following occur: 

 The PHI in question was “unsecure.”   

 The violation involved unauthorized access, use, acquisition, or disclosure of 

unsecure PHI in a manner that is not permitted or authorized by the Privacy Rules and 

which compromised the security or privacy of the PHI.  

 One of the exceptions to the Notification Requirement does not apply.   

The following steps are used to determine if there is a Reportable Breach:  

 Violation of HIPAA Privacy Rules. There must be an impermissible use or disclosure 

resulting from or in connection with a violation of the HIPAA Privacy Rules by the 

Group Health Plan or Business Associate of the Group Health Plan. If not, then there 

is no Notification Requirement.   

 Was PHI involved?  If not, then there is no Notification Requirement.   

 Was the PHI secured?  If yes, then there is no Notification Requirement.  
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o Electronic PHI:  must be destroyed or encrypted to NIST standards to be secured.   

o Paper PHI:  must be destroyed to be secured. 

 Unauthorized Access, Use, Acquisition or Disclosure of PHI. The violation of the 

Privacy Rules must involve one of the following. If it did not, then there is no 

Notification Requirement.    

o Unauthorized access of PHI. 

o Unauthorized use of PHI.  

o Unauthorized acquisition of PHI. 

o Unauthorized disclosure of PHI. 

 More than a Low Probability that the PHI has been Compromised. The Group Health 

Plan will presume that the unauthorized access, use, acquisition or disclosure of PHI 

is a Reportable Breach unless the Privacy Official can demonstrate that there is a low 

probability that the PHI has been compromised based on a risk assessment of at least 

the following factors:   

o The nature and extent of the PHI involved, including the types of identifiers and 

the likelihood of re-identification.  

o The unauthorized person who used the PHI or to whom the disclosure was made.  

o Whether the PHI was actually acquired or reviewed.  

o The extent to which the risk to the PHI has been mitigated.   

If the Privacy Official determines that there was a low probability that the PHI has been 

compromised, the Privacy Official must document this decision in writing and keep the 

written document on file. 

Exceptions to the Rule. There is no Notification Requirement if one of the following 

exceptions applies.   

Exception 1: There is no Notification Requirement if the breach involved an inadvertent 

unauthorized access, use, acquisition, or disclosure to an employee, volunteer, or other 

Workforce member of the Group Health Plan or Business Associate and no further 

unauthorized access, use, acquisition, or disclosure occurred, if: 

 The unauthorized access, use, acquisition, or disclosure was in good faith; and  

 The unauthorized access, use, acquisition, or disclosure was in the scope of authority 

of the Workforce member. 

Examples of Exception 1: 

 Inadvertent email to wrong co-worker:  exception may apply. 

 Unauthorized employee looks up PHI of neighbor:  exception does not apply. 

Exception 2: There is no Notification Requirement if the breach involved an inadvertent 

disclosure from one person authorized by the Group Health Plan to have access to PHI to 

another person authorized by the Group Health Plan to have access to PHI. 

Exception 3: There is no Notification Requirement if the breach involved a disclosure 

where there is a good faith belief that the unauthorized person to whom the disclosure 

was made would not reasonably have been able to retain the PHI.   
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Examples of Exception 3: 

 EOB sent to wrong person, but was returned to the Group Health Plan unopened. 

 A report with PHI is handed to a wrong person, but is immediately pulled back before 

the person can read it.  

B. A Reportable Breach Has Occurred: Timing Issues   

If it is determined that a Reportable Breach has occurred triggering a Notification 

Requirement, the second step in the procedures is to determine the Discovery Date of the 

Reportable Breach in order to determine the timing for giving notice of the Reportable 

Breach. The Group Health Plan has reasonable systems and procedures in place to 

discover the existence of breaches.   

Trigger:  Discovery of Reportable Breach. The deadline for giving Notice of Reportable 

Breach is triggered from the date the discovery of the Reportable Breach occurs 

(“Discovery Date”). The Discovery Date of the Reportable Breach is the earlier of the 

two following dates: 

 Date of Actual Knowledge. The date that a Workforce member (other than a 

Workforce member who committed the Reportable Breach) knows of the Reportable 

Breach. Employees are informed to notify the Privacy Official of the Group Health 

Plan or other responsible person immediately so the Group Health Plan can meet the 

deadlines. 

 Date of Deemed Knowledge. The date that a Group Health Plan Workforce member 

or agent of the Group Health Plan (other than the person who committed the 

Reportable Breach) would have known of the Reportable Breach if the person was 

exercising reasonable due diligence. Reasonable due diligence is the business care 

and prudence expected from a person seeking to satisfy a legal requirement under 

similar circumstances. 

Rules for Business Associates. If a Business Associate has a Reportable Breach relating to 

the participants in the Group Health Plan, the Group Health Plan is responsible for giving 

Notices of Reportable Breaches (the Business Associate must give notice of the 

Reportable Breach to the Group Health Plan).   

 

The Discovery Date for the Group Health Plan of a Reportable Breach by a Business 

Associate is the date that the Group Health Plan is informed of the Reportable Breach by 

the Business Associate. 

 

The Group Health Plan must require prompt notification of Reportable Breaches by 

Business Associates.    

In the Business Associate Agreements with Business Associates, the Group Health Plan 

shall endeavor to require that: (1) the Business Associates report incidents involving 

breaches or possible breaches to the Privacy Official promptly upon discovery; (2) the 

Business Associates provide any and all information to the Group Health Plan as 

requested by the Group Health Plan regarding the Reportable Breach, including, but not 

limited to, the information required to be included in the Notices, as described below; (3) 

the Subcontractor Business Associates promptly report incidents involving breaches or 

possible breaches to the Prime Business Associate and/or the Privacy Official; and (4) the 

Business Associates have procedures and policies in place to comply with the HHS 
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Breach Regulations, including appropriate Workforce training regarding the procedures, 

policies, and the HHS Breach Regulations.   

 

Deadlines for Notices. Notices must be given “without unreasonable delay” but in no 

event later than 60 calendar days after the “Discovery Date.” 

 

This means that the investigation of whether there is a Reportable Breach, and if so, to 

whom the Reportable Breach applies, must be done in a reasonable amount of time.   

 

Examples: 

Investigation is completed 15 days after the Discovery Date. Notice must be given shortly 

thereafter (20-25 days after the Discovery Date) because waiting until day 55 would be 

an unreasonable delay.   

 

Investigation is undertaken immediately and completed 57 days after the Discovery Date. 

Notice must be given by 60 calendar days after the Discovery Date.   

 

There is an exception to these rules if a law enforcement official requests that the Group 

Health Plan delay giving the Notices.   

 

Urgent Notices (see below) must be given sooner.  

 

C. Types of Required Notices of the Reportable Breach; Responsibility for Notices 

There are three types of required notices under the HHS Breach Regulations.   

 

Notice to Individuals.  (See Section D.) 

 Actual Notice. 

 Substitute Notice. 

 Urgent Notice. 

Notice to Prominent Media Outlets. (If the Reportable Breach involved 501 or more 

residents of a state or other jurisdiction.) (See Section E.) 

 

Notice to HHS.  (See Section F.) 

 The Reportable Breach involved 500 or more affected persons: immediate notice to 

HHS.   

 The Reportable Breach involved less than 500 affected persons: annual report to 

HHS.  

Privacy Official Responsible for Notices. The Privacy Official of the Group Health Plan 

is responsible for the content of the Notices and for delivering the Notices in a timely 

manner in accordance with the rules set forth below.    

D. Notice to Individuals   

The Notice to Individuals is always required when there is a Reportable Breach and must 

be written in plain language. The Notice to Individuals must contain all of the following:  

 A brief description of the incident. 
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 If known, the date of the Reportable Breach and Discovery Date. 

 A description of the PHI involved in the Reportable Breach (for example, full name, 

SSN, address, diagnosis, date of birth, account number, disability code, or other). 

 The steps individuals should take to protect themselves, such as: 

o Contacting credit card companies. 

o Contacting credit bureaus. 

o Obtaining credit monitoring services. 

 A description of what the Group Health Plan is doing to investigate the Reportable 

Breach, such as: 

o Filing a police report. 

o Reviewing security logs or tapes. 

 A description of what the Group Health Plan is doing to mitigate harm to individuals.  

 A description of what measures the Group Health Plan is taking to protect against 

further breaches, such as:   

o Sanctions imposed on Workforce members involved in the Reportable Breach. 

o Encryption. 

o Installing new firewalls. 

 Contact information where individuals can learn more about the Reportable Breach or 

ask other questions, which must include one of the following: 

o Toll-free telephone number. 

o Email address. 

o Website. 

o Postal address. 

 

There are three types of Notices to Individuals which may be required to be delivered. All 

Notices must have the contents described above.  

 

Actual Notice 

 Sent first class mail to last known address of the individual(s). 

 Sent via email if the individual has agreed to receive electronic notices. 

 Sent to the parent of a minor child. 

 Sent to next-of-kin or personal representative of deceased person. 

 

Substitute Notice 

If the Group Health Plan has insufficient or out-of-date addresses, then Substitute Notice 

is required.   

 

If addresses of fewer than ten living individuals are insufficient or out-of-date, Substitute 

Notice can be given in the following manner: 
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 Telephone notice. 

 Notice in person. 

 Email notice. 

 

If addresses of ten or more living individuals are insufficient or out-of-date, Substitute 

Notice must be given in one of the two following manners: 

 Website.  Conspicuous posting on home page of the website of the Group Health Plan 

for 90 days, including a toll-free number which can be called to obtain information 

about the Reportable Breach. Contents of the notice can be provided directly on the 

website or via hyperlink. 

 Media.  Conspicuous notice in major print or broadcast media in the geographic areas 

where the individuals affected by the Reportable Breach likely reside, including a 

toll-free number which can be called to obtain information about the Reportable 

Breach. The Substitute Notice may have to be given in both local media outlet(s) and 

state-wide media outlet(s).   

 

Substitute Notice is only required for living persons. 

 

Urgent Notice 

The Urgent Notice is required when possible imminent misuse of unsecured PHI may 

have occurred. The Urgent Notice must be given by telephone or other appropriate 

means.  

 

The Urgent Notice is required in addition to the other Notices that are required. Example: 

Urgent Notice is given to the Group Health Plan participant by telephone call. The Group 

Health Plan must also send Individual Notice via first class mail to the Group Health Plan 

participant.  

 

E. Notice to Media (Press Release) 

The Notice to Media is required when the Reportable Breach involves more than 500 

residents of any one state or jurisdiction. Examples: 

 Reportable Breach involves 600 residents of Washington: Notice to Media required. 

 Reportable Breach involves 450 residents of Washington and 60 residents of Idaho: 

Notice to Media not required.   

 

The Notice to Media must be given to prominent media outlets serving the state or 

jurisdiction.   

 

If the Reportable Breach involves residents of one city, the prominent media outlet would 

be the city’s newspaper or TV station. 

If the Reportable Breach involves residents of various parts of the state, the prominent 

media outlet would be a state-wide newspaper or TV station.   

 

Like other Notices, the Notice to Media must be given without unreasonable delay, and at 

least within 60 calendar days of the discovery of the Reportable Breach. 

 



 

 23 

F. Notification to HHS Secretary 

Notice of all Reportable Breaches must be given to the HHS Secretary.   

 

Immediate Notice to HHS.  This Notice is required where the Reportable Breach involves 

500 or more individuals, regardless of where the individuals reside.   

 

Example: 

 Reportable Breach involves 450 residents of Washington and 60 residents of Idaho: 

Notice to HHS required. 

 

Like other Notices, this Notice must be given without unreasonable delay, and at least 

within 60 calendar days of the discovery of the Reportable Breach. Notice will be given 

to HHS as directed on the HHS website. 

 

Yearly Report of Reportable Breaches.  If the Reportable Breach involves less than 500 

individuals, the Group Health Plan must keep a log of the Reportable Breaches and 

submit a report on the Reportable Breaches to HHS every year by the last day in February 

(60 calendar days after January 1st) covering the Reportable Breaches which occurred in 

the preceding calendar year. The reports will be given to HHS as directed on the HHS 

website. The Privacy Official of the Group Health Plan is responsible for filing such 

reports.   

 

G. Training 

The Privacy Official of the Group Health Plan shall cause appropriate Workforce 

members to receive training in the Reportable Breach rules described in this Section V. 

“Reportable Breach Notification Policy.”   
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COMPLIANCE AND RISK MANAGEMENT 

 

 

Health Insurance Portability and Accountability Act of 1996 (HIPAA) – Privacy, Security, 

and Reportable Breach Notification Policies 

 

The Trustees intend these policies to provide guidelines to protect the privacy of participants and 

beneficiaries participating in the Everett School Employee Benefit Trust (“Trust”), and to ensure 

that all information related to participants and beneficiaries is maintained in the strictest 

confidence and in accordance with the Health Insurance Portability and Accountability Act of 

1996 (“HIPAA”) and its implementing privacy regulations (the “Privacy Rule”) and security 

regulations (the “Security Rule”). Under the Privacy Rule, the Trust’s policy restricts the Group 

Health Plan’s use and disclosure of protected health information, or “PHI.” Under the Security 

Rule, this policy ensures the confidentiality, integrity and availability of electronic PHI, or 

“ePHI,” and protects against any reasonably anticipated threats or hazards to the security or 

integrity of ePHI. The Trustees also intend to comply with the rules for reporting certain 

breaches of confidentiality to plan participants under HIPAA and Washington state law. 

 

Details of the policies and implementing procedures may be found in the Trust’s HIPAA Privacy 

Policy and HIPAA Security Policy. 

 

 

Cross References: HIPAA Privacy Policy 

 HIPAA Security Policy 

 District Policy 3245 Technology 

 District Procedure 3245P Technology 

 District Policy 5225 Technology 

 District Procedure 5225P Technology 
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Everett School Employee Benefit Trust 

HIPAA Security Policy 

 

I. Introduction 

Everett School Employee Benefit Trust (“Trust”) provides one or more group health plans subject 
to HIPAA’s security regulations (collectively the “Group Health Plan”) for eligible employees of 
the Everett School District (“District”).  The Group Health Plan is sponsored by the District and 
the Everett Education Association (collectively the “Plan Sponsor”).  Members of the District’s 
workforce may create, receive, maintain, or transmit certain limited amounts of electronic 
protected health information (as defined below) on behalf of the Plan Sponsor, for plan 
administration functions.   

The Group Health Plan is subject to the security rules of the Health Insurance Portability and 
Accountability Act of 1996 (“HIPAA”) and its implementing administrative simplification security 
regulations (“Security Rules”). 

Most of the Group Health Plan is provided pursuant to insurance policies issued by insurance 
companies (“Health Insurance Issuers”).  Almost all of the electronic protected health 
information of the Group Health Plan resides with these Health Insurance Issuers, which are also 
subject to HIPAA and the Security Rules.  This policy is complementary and supplementary to the 
HIPAA security policies of the Health Insurance Issuers.  To the extent that PHI (defined below) 
is under the control of a Health Insurance Issuer, and has not been disclosed or released to any 
member of the District’s workforce, the Health Insurance Issuer has primary responsibility for 
compliance with the Security Rules. 

The purpose of this document is to set a policy for the Group Health Plan to comply with the 
Health Insurance Portability and Accountability Act of 1996 (“HIPAA”) security regulations 
concerning electronic protected health information, which are found at 45 C.F.R. Parts 160 and 
164.  HIPAA and its implementing regulations require the Group Health Plan to implement 
various security measures with respect to electronic protected health information (“ePHI”). 

It is the Group Health Plan's policy to comply fully with the requirements of HIPAA’s security 
regulations.  No third-party rights (including, but not limited to, rights of Group Health Plan 
participants, beneficiaries, or covered dependents) are intended to be created by this Policy.  The 
Group Health Plan reserves the right to amend or change this Policy at any time (and even 
retroactively) without notice.  To the extent that this Policy establishes requirements and 
obligations above and beyond those required by HIPAA, the Policy shall be aspirational and shall 
not be binding upon the Group Health Plan.  This Policy does not address requirements under 
state law or federal laws other than HIPAA.   

II. Definitions 

A. Electronic Protected Health Information or ePHI is protected health information that is 
transmitted by or maintained in electronic media. 

B. Protected Health Information or PHI is the information that is subject to and defined in 
the Group Health Plan's privacy policies and procedures.  For purposes of this Policy, PHI 
does not include the following, referred to in this Policy as “Exempt Information”: 

1. summary health information, as defined by HIPAA’s privacy rules, for purposes of (a) 
obtaining premium bids or (b) modifying, amending, or terminating the Group Health 
Plan;  



2. enrollment and disenrollment information concerning the Group Health Plan which 
does not include any substantial clinical information; 

3. health information which has been de-identified in accordance with HIPAA’s privacy 
rules; or  

4. PHI disclosed to the Group Health Plan and/or District under signed authorization that 
meets the requirements of the HIPAA privacy rules. 

C. Electronic Media means: 

1. Electronic storage media including memory devices in computers (hard drives) and 
any removable/transportable digital memory medium, such as magnetic tape or disk, 
optical disk, or digital memory card; or  

2. Transmission media used to exchange information already in electronic storage 
media.  Transmission media include, for example, the Internet (wide-open), extranet 
(using Internet technology to link a business with information accessible only to 
collaborating parties), leased lines, dial-up lines, private networks, and the physical 
movement of removable/transportable electronic storage media.  Certain 
transmissions, including paper, facsimile, and voice via telephone are not considered 
to be transmissions via electronic media, because the information being exchanged 
did not exist in electronic form before the transmission.   

III. Security Official 

Molly Ringo is the Security Official for the Group Health Plan.  The Security Official is responsible 
for the development and implementation of the Group Health Plan's policies and procedures 
relating to security, including but not limited to this Policy.  The Security Official also shall hear 
all complaints regarding alleged violations of this Policy and shall ensure that the complaint and 
its disposition are appropriately handled and documented.   

IV. Risk Analysis 

The Group Health Plan, in connection with the District’s Human Resources Department, has 
undertaken a risk analysis to assess the potential vulnerabilities and risks to the confidentiality, 
integrity and availability of ePHI, with the following results: 

The Group Health Plan has no employees.  The Trustees of the Trust are not involved in the 
appeals of claim denials or in any other capacity concerning the processing of claims.  All of the 
Group Health Plan's functions, including creation and maintenance of its records, are carried out 
by the Health Insurance Issuers, business associates of the Group Health Plan, and to a small 
extent, employees of the District’s Human Resources Department.  The Group Health Plan does 
not own or control any of the equipment or media used to create, maintain, receive, and 
transmit ePHI relating to the Group Health Plan, or any of the facilities in which such equipment 
and media are located.  Such equipment, media, and facilities are owned or controlled by the 
Health Insurance Issuers, other business associates, and to a limited extent, the District.  
Accordingly, Health Insurance Issuers, the business associates of the Group Health Plan or the 
District:  (1) create and maintain all of the ePHI relating to the Group Health Plan; (2) own or 
control all of the equipment, media, and facilities used to create, maintain, receive, or transmit 
ePHI relating to the Group Health Plan, and (3) control their employees, agents, and 
subcontractors who have access to ePHI relating to the Group Health Plan.  The Group Health 
Plan has no or limited ability to assess or in any way modify any potential risks and 
vulnerabilities to the confidentiality, integrity, and availability of ePHI being held by the Health 
Insurance Issuers and business associates.   

 



Because the Group Health Plan has no access to or control over the employees, equipment, 
media, facilities, policies, procedures, or documentation of the Health Insurance Issuers and 
business associates affecting the security of the Group Health Plan ePHI, the Health Insurance 
Issuers and business associates have undertaken certain obligations relating to the security of 
ePHI that they handle in relation to the performance of administration functions for the Group 
Health Plan, the Group Health Plan's policies and procedures, including this Policy, do not 
separately address the following standards (including the implementation specifications 
associated with them) established under HIPAA and are set out in Subpart C of 45 CFR Part 164, 
except in conjunction with the District’s Human Resources Department, as described in Section 
VIII of this Policy: 

 security management process;  
 workforce security;  
 information access management;  
 security awareness and training;  
 security incident procedures;  
 contingency plan;  
 evaluation;  
 facility access controls;  
 workstation use;  
 workstation security;  
 device and media controls;  
 access control;  
 audit controls;  
 integrity;  
 person or entity authentication; and  
 transmission security.  

The HIPAA security policies and procedures of the Health Insurance Issuers and business 
associates for ePHI of the Group Health Plan for the standards listed above, as well as the policy 
under these procedures as set forth in Section VIII of this Policy, are adopted by the Group 
Health Plan.   

V. Group Health Plan Document:  Plan Sponsor’s Safeguards 

The Group Health Plan documents include provisions requiring the Plan Sponsor to: 

 implement administrative, physical, and technical safeguards that reasonably and 
appropriately protect the confidentiality, integrity, and availability of the ePHI that the Plan 
Sponsor creates, receives, maintains, or transmits on behalf of the Group Health Plan (“Plan’s 
ePHI”);  

 ensure that reasonable and appropriate security measures support the Group Health Plan 
document provisions providing for adequate separation between the Group Health Plan and 
the Plan Sponsor;  

 ensure that any agents or subcontractors to whom the Plan Sponsor provides the Plan’s ePHI 
agree to implement reasonable and appropriate security measures to protect the Plan’s ePHI; 
and  

 report to the Security Official any security incident of which the Plan Sponsor becomes 
aware.  

VI. Risk Management 

The Group Health Plan manages risks to its ePHI by limiting vulnerabilities, based on its risk 
analyses, to a reasonable and appropriate level, taking into account the following: 

 The size, complexity, and capabilities of the Group Health Plan; 
 The Group Health Plan’s technical infrastructure, hardware, software, and security 

capabilities; 
 The costs of security measures; and, 
 The criticality of the ePHI potentially affected. 



Based on risk analysis discussed in section IV of this Policy, the Group Health Plan has made a 
reasoned, well-informed, and good-faith determination on the implementation of the HIPAA 
security regulations that the Group Health Plan need not take any additional security measures, 
other than the measures set forth herein and the measures adopted to reduce risks to the 
confidentiality, integrity and availability of ePHI:  (a) in conjunction with the Human Resources 
Department of the District as described in Section VIII; and (b) by the Health Insurance Issuers 
and business associates of the Group Health Plan.   

VII. Disclosures of ePHI to Business Associates 

A business associate is an entity (other than the Plan Sponsor), or a Health Insurance Issuer, 
that: 

 performs or assists in performing a Group Health Plan function or activity involving the use 
and disclosure of PHI (including data analysis, underwriting, etc.); or  

 provides legal, accounting, actuarial, consulting, data aggregation, management, 
accreditation, or financial services, where the performance of such services involves giving 
the service provider access to PHI.  

The Group Health Plan permits business associates to create, receive, maintain, or transmit ePHI 
on its behalf.  The Group Health Plan has obtained or will obtain satisfactory assurances from all 
business associates that they will appropriately safeguard the information.  Such satisfactory 
assurances shall be documented through a written contract containing all of the requirements of 
the HIPAA privacy and security regulations and specifically providing that the business associate 
will: 

 implement administrative, physical, and technical safeguards that reasonably and 
appropriately protect the confidentiality, integrity, and availability of all of the Plan’s ePHI 
that the business associate creates, receives, maintains, or transmits on behalf of the Group 
Health Plan;  

 ensure that any agents or subcontractors to whom the business associate provides the Plan’s 
ePHI agree to implement reasonable and appropriate security measures to protect the Plan’s 
ePHI;  

 take required steps with respect to notification requirements concerning breaches of 
unsecure PHI;  

 report to the Group Health Plan any security incident of which the business associate 
becomes aware; and  

 authorize termination of the contract by the Group Health Plan, if the Group Health Plan 
determines that the business associate has violated a material term of the contract. 

In addition to these requirements being contractual obligations of the business associate under 
the written contract, a business associate of the Group Health Plan is required under federal law 
and independent of such written contract to comply with the HIPAA security regulations to 
protect the security of the ePHI the business associate creates, receives, maintains, and 
transmits on behalf of the Group Health Plan.  Thus, the Group Health Plan can reasonably rely 
that its business associates will comply with the HIPAA security requirements pursuant to 
applicable federal law.   

VIII. HIPAA Security Compliance Measures for Group Health Plan in Conjunction with 
District’s Human Resources Department 

Certain employees of the District may have limited access to ePHI of the Group Health Plan for 
plan administration and other permissible purposes, via access to secure servers of the Health 
Insurance Issuers or other secure means.  If available, access to these secured servers is 
password-protected, and only certain members of the Human Resources Department have 
passwords to access these servers.  To an even more limited extent, it is possible that ePHI may 
be communicated via the District’s email system, and such ePHI is stored and used on District 
computers and other electronic media.  The Group Health Plan, in conjunction with the District’s 
Human Resources Department, has undertaken necessary and appropriate steps, as described in 
this Section VII, to protect the security of the Plan’s ePHI which is created, received, maintained, 
or transmitted by the Human Resources Department (“HR Department”) employees.   



A. Administrative Safeguards. 

1. Security Management Process.  The following policies and procedures regarding 
security management of ePHI are adopted:  

a. Risk Analysis.  The following is a description of the risk analysis undertaken to 
assess the potential vulnerabilities and risks to the confidentiality, integrity 
and availability of the Plan’s ePHI being used or held by certain District 
employees.  The Health Insurance Issuers for the Group Health Plan create, 
receive, maintain and transmit the vast majority of Plan ePHI.  A small 
amount of ePHI may be created, received, maintained or transmitted by the 
District is email in Microsoft Outlook (“Outlook”) on the computers of 
employees of the HR Department and the District’s wellness coordinator (“HR 
Employees”).  The risks and vulnerabilities to this email in Outlook are very 
minimal.  For confidentiality issues, there is a very low risk that unauthorized 
persons can access the material because unique passwords are required to 
access the email of these employees in Outlook, firewalls are in place to 
prevent hacking into the District’s computer system and because of the 
physical security at the District’s worksite.  Software runs continuously on the 
District systems to scan emails to protect against viruses, worms and similar 
issues.  Concerning integrity and availability, the ePHI in Outlook is not 
generally not critical or essential to the day-to-day workings of the Group 
Health Plan, which is operated and maintained by off-site Health Insurance 
Issuers and other business associates.  If a computer holding ePHI at the 
District crashed, the ePHI in Outlook can generally be recreated or obtained 
from the Health Insurance Issuer or other source.  In addition, a complete 
failure or crash of a District computer which would result in the destruction of 
the ePHI in Outlook would be extremely rare.  For the same reason, there is 
little concern to the Group Health Plan if there was a fire or natural disaster at 
the District which destroyed the ePHI because the ePHI is also in the hands of 
the Group Health Plan’s Health Insurance Issuers.  The District has in place 
reasonable and appropriate measures to control passwords and to protect 
against viruses and worms.   

b. Risk Management.  The following security measures are in place to reduce 
risks and vulnerabilities to the ePHI in Microsoft Outlook.   

i. The District’s Human Resources’ department is not open to the general 
public.  Visitors or non-Department employees must be escorted by HR 
Employees.   

ii. HR Employees with access to ePHI are required to protect their passwords 
from other employees and from visitors by storing their passwords in 
secure locations.   

iii. Computers for the HR Employees have in place a mechanism by which the 
computer will lock-down after a period of 10 minutes of non-use.   

iv. Temporary employees will not be hired to fill HR Employee positions 
unless the temporary employees are fully trained regarding this policy and 
the HIPAA privacy policies relating to the Group Health Plan.  Temporary 
employees will be screened to determine whether access to ePHI should 
be granted to them.   

v. In addition, the HR Department and the Group Health Plan will continue to 
implement other security measures already in place and described in the 
previous section, Risk Analysis, to protect the ePHI of the Group Health 
Plan.   



c. Sanction Policy.  District employees who violate this policy are subject to 
disciplinary action, including, but not limited to, reprimands and termination.   

d. Information System Activity Review.  On a periodic basis, the HR Department 
or a representative of the Group Health Plan will review records of information 
system activity, especially activity in Outlook, such as audit logs or access 
reports, to determine if security violations relating to the ePHI have occurred.  
The results of these reviews will be documented and kept in a secure file with 
the Security Official.   

2. Workforce Security.  The following policies and procedures regarding workforce 
security are adopted: 

a. Authorization and/or Supervision.  Outside visitors and employees of other 
departments of the District are not authorized to be in the HR Department 
workplace unless they are supervised by HR Employees, who are trained not 
to allow unauthorized access to ePHI.  HR Employees are required to monitor 
their workstations so that unauthorized employees or guests do not 
inadvertently view or have access to ePHI of the Group Health Plan.  
Computers of HR Employees are protected by unique user identification and 
passwords.  HR Employees are required to log off of their computers or turn 
their computers off at night when cleaning crews are in the area.   

b. Workforce Clearance Procedures.  Only HR Employees work on a daily basis 
with ePHI of the Group Health Plan.  There is a screening process, which 
includes a background check in the hiring process, to determine that access to 
ePHI is appropriate for these employees.  HR Employees only have access to 
ePHI for purposes of administration of the Group Health Plan. 

c. Termination Procedures.  Access to ePHI will be terminated as soon as 
practicable when an HR Employee’s employment at the District terminates.  
When an HR Employee leaves the employment of the District, the employee is 
required to turn in all keys, badges and passcards for access to the building 
and to their previous workplaces.  The entire accounts for such terminated 
employees, including passwords and unique user identifications, are 
immediately disabled on the District’s computer systems.  Health Insurance 
Issuers and business associates are informed about terminated employees 
and are instructed to disable passwords of the terminated employees to their 
secure servers.     

3. Information Access Management.  The following policies and procedures regarding 
information access management are adopted.  

a. Isolating Healthcare Clearinghouse Functions.  This standard does not apply to 
the Group Health Plan.   

b. Access Authorization.  Only HR Employees have access to ePHI on a regular 
basis.  Other personnel, such as those responsible for the District’s computers, 
are only granted access to ePHI on a very limited and “as needed” basis for 
issues dealing with the computer of an HR Employee.  Any access to ePHI 
granted to non-HR Employee District personnel is also only the minimum 
necessary to accomplish the particular necessary task or function.   

c. Access Establishment and Modification.  Only HR Employees have access to 
ePHI on a regular basis.  If an HR Employee is transferred outside of the HR 
Department, the Plan’s Security Official and/or supervisory employees in the 
HR Department will take appropriate steps to block further access to ePHI of 
the Group Health Plan, including removing these files from Outlook Exchange 
for the employee and terminating their passwords to secure servers of the 
Health Insurance Issuers or business associates.   



4. Security Awareness Training.  The following policies and procedures regarding 
security awareness training are adopted. 

a. Security Reminders.  HR Employees receive initial and continuing training in 
HIPAA security rules and this policy, as directed by the Security Official.  The 
Security Official will periodically send emails or other communications 
reminding them of the rules and this policy, and will ensure that new HR 
Employees receive training as needed.   

b. Protections from Malicious Software.  The District’s computers and computer 
networks and systems, including those used by the HR Employees, have 
protections against viruses and worms and similar malicious software 
programs.  These protections are updated on a periodic basis.  HR Employees 
may not install unauthorized software on their computers at work.   

c. Log-in Monitoring.  After three attempts, District computers will not grant 
access to an individual user if the user attempts to enter the system and does 
not enter the correct password.  In this instance, the employee in question 
must obtain a new password in order to operate the computer at his or her 
desk.  Issues and discrepancies relating to log-in monitoring success and 
failures are reported to the Security Official.   

d. Password Management.  Passwords to the computers of the HR Employees 
have certain characteristics that make them difficult to duplicate.  All 
passwords are required to be changed every 90 days.  HR Employees may not 
share their passwords with other employees and may not have passwords 
easily accessible at their workstations.   

5. Security Incident Procedures.  The following policies and procedures regarding 
security incidents are adopted. 

a. Response and Reporting.  All HR Employees are required to report any 
security incidents to the Security Official for appropriate investigation and 
action.  For purposes of this Policy, a security incident is any attempted or 
successful unauthorized access, use, disclosure, modification of destruction of 
information or interference with system operations in the District computers 
which would involve ePHI.  The Security Official will respond to security 
incidents and will document the security incidents and outcomes.  To the 
extent practicable, the Security Official will take steps to mitigate the harmful 
effects of the security incidents which are reported to the Security Official.   

6. Contingency Plan.  The following contingency plans and policies are adopted. 

a. Data Backup Plan.  The District has a data backup plan which applies to the 
ePHI held on the HR Department computers.  In addition, since the Group 
Health Plan is run by Health Insurance Issuers, most of the ePHI of the Group 
Health Plan could be retrieved from the Health Insurance Issuers or from the 
person or entity that sent the email to or received the email from the HR 
Department.  The ePHI at the Health Insurance Issuers’ offices is subject to 
the data backup plans of the Health Insurance Issuers.   

b. Disaster Recovery Plan.  A disaster at HR Department offices would not effect 
in any large measure the day-to-day operations of the Group Health Plan.  In 
the event of a disaster at the offices, essential ePHI would be obtained from 
data backup sources, from providers, from the Health Insurance Issuers and 
from other sources.  The Group Health Plan is also relying on, and would 
utilize, the disaster recovery plans of the Health Insurance Issuers for the 
Group Health Plans.   



c. Emergency Mode Operation Plan.  In an emergency, the Group Health Plan 
would be operated, as it is now, through off-site Health Insurance Issuers and 
business associates.  The HR Department offices, and the computers within 
the offices, would be protected by security for the site.  The Group Health Plan 
is also relying on the emergency mode operation plans of its Health Insurance 
Issuers for the Group Health Plan.   

d. Testing and Revision Procedures.  The District conducts fire drills and similar 
types of testing at the HR Offices.   

e. Periodic Review.  The Group Health Plan will conduct periodic reviews of its 
contingency plans to determine whether revisions are necessary or desirable.   

f. Applications and Data Criticality Analysis.  The most critical applications for 
ePHI are Outlook and the firewall software (i.e., the virus and worm protection 
software) utilized by the District.   

7. Evaluation.  The following policies and procedures regarding evaluation of its 
security safeguards are adopted.   

a. Periodic Technical and Non-Technical Evaluation.  The Trustees of the Trust 
and the HR Department will conduct periodic evaluations (technical and non-
technical) of its security safeguards to determine the continued protection of 
the ePHI of the Group Health Plan and to determine if new risks may be 
present.  Such evaluations are appropriate when new technology, new risks or 
other changes to the security environment occur.   

B. Physical Safeguards. 

1. Facility Access Controls.  The following policies and procedures regarding facility 
access controls are adopted.   

a. Contingency Operations.  In an emergency, the Group Health Plan would be 
operated, as it is now, through the Health Insurance Issuers.  The District 
offices, and the computers within the offices, would be protected by security.  
In emergency situations, the HR Employees and the Security Official first will 
be granted access to the ePHI and will determine the extent to which access 
for other personnel is appropriate.  Any critical data which is lost would be 
recovered from the Health Insurance Issuers and/or from other persons who 
sent the email to or received the email from the HR Employees.   

b. Facility Security Plan.  The District offices have a facility security plan.  Most 
doors to the building have controlled entrances which require keys for 
entrance.  Visitors to the building must check in and be escorted by District 
employees.  Any unauthorized entries are immediately reported to security 
personnel or as necessary to the Everett police department and other law 
enforcement officials.   

c. Access Control and Validation Procedures.  Visitors to the District offices are 
escorted by District employees.  Employees of other departments are not 
authorized to be in the Human Resources workplace unless they are 
supervised by HR Employees.  Computers housing ePHI are protected by 
passwords.  Computers are logged off or turned off at night when cleaning 
crews or other maintenance personnel are in the Human Resources 
department.   

d. Maintenance Records.  The Security Official will document repairs and 
modifications to the physical components of the security systems which relate 
to ePHI of the Group Health Plan.   



2. Workstations Use and Workstations Security.  The following policies and 
procedures regarding workstations use and security are adopted.  

a. Proper Functioning and Physical Attributes of Workstations, Physical 
Safeguards for Workstations.  District employees who are not employees of 
the HR Department are not authorized to be in the HR Department or to view 
the computers of HR Employees, unless such non-HR Department employees 
are adequately and properly supervised.  Access to HR Employee workstations 
is controlled by unique user identification codes and passwords.  HR 
Employees are required to log off of their computers at the end of the work 
day and when they are going to be away from their workstations for extended 
periods of time during the work day.  See also the policies for Facility Security 
Plan.  HR Employees are not authorized to access email with ePHI when they 
are off-site.   

3. Device and Media Controls.  The following policies and procedures regarding 
device and media controls are adopted.   

a. Proper Disposal of PHI and Hardware/Software Storing PHI.  Before disposal of 
a computer in the HR Department, the Security Official or her designee shall 
insure that all ePHI in the computer is completely removed from the 
computer.  Before such removal of the ePHI, any essential ePHI on the 
computer will be retrieved and stored elsewhere if it is not otherwise 
available.   

b. Media Re-Use.  Before re-use of a HR Department computer by another 
District department, all ePHI on the computer is completely removed from the 
computer in a manner which makes its re-creation by a new user impossible.  
If ePHI is stored on CD, floppy discs or other similar electronic media, the 
ePHI will be completely removed prior to re-use of the electronic media, or the 
electronic media will be destroyed and not re-used.  If ePHI is stored on CD, 
floppy discs or other similar electronic media, the media will be store in locked 
file cabinets.   

c. Accountability.  The District maintains a record of all District computers by 
serial number and a log of the location of these computers.   

d. Data Backup and Storage.  Appropriate steps will be undertaken to create a 
copy of essential ePHI on the computers of HR Employees if the computers 
are moved and such movement creates a risk of losing data or a risk to the 
integrity of the data.   

C. Technical Safeguards. 

1. Access Controls.  The following policies and procedures regarding access controls 
are adopted. 

a. Unique User Identification.  There is an assigned unique user name for 
identifying and tracking the identity of users of the HR Department 
computers, along with passwords.  All passwords are required to be changed 
every 90 days.  It is violation of this policy for HR Employees to allow another 
person access to or to use the HR Employee’s unique user identifications 
and/or passwords.  All HR Employees must ensure that their passwords are 
not documented, written, or otherwise exposed in an insecure manner.  If an 
HR Employee has a reason to believe that his or her user identification or 
password has in any way been compromised, he or she must report that 
security incident to the Security Official. 

 



b. Emergency Access Procedure.  In the event of an emergency, ePHI of the 
Group Health Plan will be obtained through the Health Insurance Issuers of 
the Group Health Plan.  If the emergency extends to the Health Insurance 
Issuers’ offices or facilities, the Group Health Plan will follow the emergency 
access procedures adopted by the Health Insurance Issuers.   

c. Automatic Logoff.  The computers of HR Employees have an automatic logoff 
feature.   

d. Encryption.  Because of the small amount of ePHI transmitted to or from or 
held at the HR Department, it is not reasonable and practical to encrypt ePHI 
(such as emails to other service providers or plan participants).  If any such 
other PHI is of an extremely sensitive nature, it will be communicated via non-
electronic means (such as dedicated fax lines).   

2. Audit Controls.  The following policies and procedures regarding audit controls of 
the ePHI are adopted. 

a. Record Internal Uses of PHI by User.  The District has in place computer 
programs which allow the District to record and examine activity by users.   

3. Integrity.  The following policies and procedures regarding integrity of ePHI are 
adopted. 

a. Mechanism to Authenticate ePHI.  The official records of the Group Health Plan 
are held in the possession of the Health Insurance Issuers, so the Group 
Health Plan relies on them to implement electronic mechanisms to corroborate 
that the Plan’s ePHI has not been altered or destroyed in an unauthorized 
manner.  The likelihood of tampering with emails in Outlook at the HR 
Department is minimal and in any instances where tampering might have 
occurred, the HR Employees will authenticate the ePHI with the Health 
Insurance Issuer or the provider of the medical services.   

4. Person or Entity Authentication.  The following policies and procedures regarding 
person or entity authentication are adopted. 

a. Person/Entity Seeking Access is the One Claimed.  The HR Department utilizes 
unique user ID and passwords to verify that persons seeking access to ePHI 
are the employees authorized to gain such access.   

5. Transmission Security.  The following policies and procedures regarding the 
security of transmissions of ePHI are adopted.   

a. Integrity Controls.  Most of the ePHI obtained by HR Employees is located on 
secured servers from Health Insurance Issuers for the Group Health Plans.  
Communication with them is password or otherwise protected.     

b. Encryption.  Most of the ePHI obtained by HR Employees is ePHI transmitted 
to and from the Health Insurance Issuers.  Communication with them is 
conducted via a secure server or via other secure means.  Because of the 
small amount of other ePHI transmitted to or from or held at HR Employees, it 
is not reasonable and practical to encrypt the other ePHI (such as emails to 
other service providers or plan participants).  If any such other PHI is of an 
extremely sensitive nature, it will be communicated via non-electronic means 
(such as dedicated fax lines).  For this small amount of other ePHI, the Group 
Health Plan has determined that this is a reasonable and practical alternative 
to encryption, given the technical and financial burdens associated with 
encryption.   



D. Breaches of Unsecured PHI. 

The Group Health Plan will comply with the requirements of HIPAA and implementing regulations 
to provide notification to affected individuals, HHS, and the media (when required) if the Group 
Health Plan, a Health Insurance Issuer or a business associate discovers a breach of unsecured 
PHI.   

IX. Documentation 

The Group Health Plan's security policies and procedures shall be documented, reviewed 
periodically, and updated as necessary in response to environmental or operational changes 
affecting the security of Group Health Plan ePHI, and any changes to policies or procedures will 
be documented promptly. 

Except to the extent that they are carried out by the HR Employees or business associates, the 
Group Health Plan shall document certain actions, activities, and assessments with respect to 
ePHI required by HIPAA to be documented (including amendment of the Group Health Plan 
document in accordance with this policy, for example). 

Policies, procedures, and other documentation controlled by the Group Health Plan may be 
maintained in either written or electronic form.  The Group Health Plan will maintain such 
documentation for at least six years from the date of creation or the date last in effect, 
whichever is later. 

The Group Health Plan will make its policies, procedures, and other documentation available to 
the Security Official and the Plan Sponsor, Health Insurance Issuers, and business associates or 
other persons responsible for implementing the procedures to which the documentation pertains. 
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Everett School Employee Benefit Trust  

 

Reportable Breach Notification Policy 

HIPAA HITECH Rules and Washington State Law 

 
Introduction 

 

The Everett School Employee Benefit Trust (“Trust”) adopts this policy to comply with the 

Interim Final Rule, Breach Notification for Unsecured Protected Health Information, issued by 

the Department of  Health and Human Services (“HHS”), 45 CFR Part 164, Subpart D, 74 Fed. 

Reg. 42740 (August 24, 2009) (“HHS Breach Regulations”) and applicable Washington state 

law. 

 

Under the HHS Breach Regulations, the Trust is required to provide notice to the affected 

individuals, to HHS, and, in certain instances, to the media if a breach of unsecured protected 

health information of the Trust has occurred, including instances in which the breach occurred 

regarding the Trust’s unsecured protected health information being used or held by Trust’s 

Business Associates.  Washington law also requires notification to affected individuals in certain 

instances where unauthorized individuals may have gained access to personal information held 

by the Trust. 

 

Prior to January 1, 2012, the Trust provided health benefits to eligible employees of the Everett 

School through a self-funded health plan.  As of January 1, 2012, the Trust provides health 

benefits through health insurance policies.  Almost all of the Protected Health Information 

(“PHI”) of the Trust resides with one or more insurers that issue the health insurance policies 

(“Insurers”).  To the extent that there is a Reportable Breach (as defined below) involving PHI 

used, held, or maintained by an Insurer, and the Trust receives adequate assurance that the 

Insurer will comply or has complied with the HHS Breach Regulations and/or applicable 

Washington state law described in this Policy, the Trust may defer to the Insurer and not 

duplicate compliance with these rules regarding such a Reportable Breach.  To the extent the 

Insurer is not responsible for the Reportable Breach, or the Insurer does not comply with the 

HHS Breach Regulations and/or applicable Washington state law, the Trust shall follow this 

Reportable Breach Notification Policy.  The Privacy Officer is responsible for informing the 

Trust whether additional compliance is required by the Trust after a Reportable Breach of PHI 

used, held or maintained by an Insurer.  All employees and other workforce members of the 

Trust, the Everett School working on Trust matters, and Business Associates are required to 

report incidents involving breaches or possible breaches of which they become aware to the 

Trust’s Privacy Officer, even if such incidents are Reportable Breaches which are the 

responsibility of the Insurer.   
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General Procedures 

 

All breaches of security and/or privacy of information held by or for the Trust need to be 

analyzed under the following general rules: 

 

 If the information is computerized data that has been encrypted in accordance with NIST 

standards acceptable under the HIPAA regulations, there are no reportable breaches 

under either HIPAA or Washington state law unless the breach also involves a 

compromise of the encryption keys or codes.   

 If the information does not involve SSNs, driver’s license numbers, or financial account 

information, Washington state law does not apply.   

 For non-encrypted computer information, a breach could trigger a notification 

requirement under only HIPAA, only under Washington state law, under both, or under 

neither.    

 Washington state law only applies to computer information.  HIPAA applies to breaches 

of both computer and non-computer information. 

 

I. HIPAA HITECH Rules 

 

Effective Date 

 

These procedures apply to breaches discovered on or after September 23, 2009 (note that the date 

of the discovery of the breach, not the date of the actual breach, controls). 

 

A. Reportable Breach.  The first step in the HIPAA procedures is to determine whether a 

Reportable Breach has occurred.  If there is not a Reportable Breach, then there is no 

breach notification requirement (“Notification Requirement”).  All employees and other 

workforce members of the Trust, the Everett School working on Trust matters, and 

Business Associates are required to report incidents involving breaches or possible 

breaches to the Trust’s Privacy Officer.  The Trust’s Privacy Officer is responsible for 

determining if a Reportable Breach has occurred in accordance with the following rules. 

1. Reportable Breach.  There is a Reportable Breach when all of the following occur: 

a. There is a violation of the HIPAA privacy rule involving “unsecure” PHI.  

b. The violation involved unauthorized access, use, acquisition, or disclosure 

of unsecure PHI.  

c. The violation resulted in a significant risk of harm to the individual. 

d. One of the exceptions to the Notification Requirement does not apply.   

2. Violation of HIPAA Privacy Rule.  Was there an impermissible use or disclosure 

resulting from or in connection with a violation of the HIPAA privacy rule by the 

Trust or business associate of Trust (“BA”)?   If not, then there is no Notification 

Requirement.   
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a. Was Protected Health Information (PHI) involved?  If not, then there is no 

Notification Requirement.   

(1) PHI = Individually identifiable health information 

(2) Not PHI if health information has been deidentified (See Appendix 

A for additional information) 

b. Was the PHI secured?  If yes, then there is no Notification Requirement.  

(1) Electronic PHI:  must be encrypted to NIST standards to be 

secured.   

(2) Paper PHI:  must have been destroyed to be secured. 

3. Unauthorized Access, Use, Acquisition or Disclosure of PHI.  Did the violation of 

the HIPAA rules involve any of the following?  If not, then there is no 

Notification Requirement.    

a. Unauthorized access of PHI 

b. Unauthorized use of PHI  

c. Unauthorized acquisition of PHI 

d. Unauthorized disclosure of PHI 

4. Significant Risk.  Did the violation result in significant risk of harm to the 

individual?  If not, then there is no Notification Requirement.  This is a risk 

assessment/judgment call of the Trust based on various factors.   

a. Significant risk means financial risk, reputational risk, or other risk.   

b. Some factors for the Trust to consider in its risk assessment: 

(1) Was the disclosure to another HIPAA covered entity or to federal 

agency or other entity subject to privacy rules similar to HIPAA 

privacy rules?  YES = Probably not significant risk of harm to 

the individual. 

(2) Can the Trust obtain satisfactory assurance or binding agreement 

from the recipient that the PHI will be destroyed or not further 

used or disclosed?  YES = Probably not significant risk of harm 

to the individual.   

(3) Was the PHI in question returned prior to it being accessed for 

improper purpose (i.e., return of a computer that was not hacked 

into)?    YES = Probably not significant risk of harm to the 

individual. 
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(4) What was the amount and extent of PHI disclosed?  The greater 

the amount/extent of the disclosure, the more likely there is 

significant risk.   

(a) Mere fact that someone was in general hospital may not be 

significant risk. 

(b) However, disclosure of treatment in substance abuse 

hospital or oncology unit may be significant risk. 

(c) The disclosure of SSN, account number, mother’s name 

and other information that poses a higher risk of identity 

theft is more likely to be a significant risk.   

(5) What is the risk that the person can be identified from the PHI?  

The greater the risk of identification, the greater the chance of 

significant risk.   

c. Documentation that Risk is Not Significant.  If the Trust decides that there 

was not a significant risk of harm to the individual, the Trust must 

document its decision in writing on why the breach did not result in 

significant harm, and keep the written document on file. 

5. Exceptions to the Rule.  Is there no Notification Requirement because an 

exception applies?   

a. Exception 1:  There is no Notification Requirement if the breach involved 

an inadvertent unauthorized access, use, acquisition or disclosure to an 

employee, volunteer, or other workforce member of the Trust or BA and 

no further Unauthorized Access, Use, Acquisition, or Disclosure occurred, 

if the: 

(1) The unauthorized access, use, acquisition or disclosure was in 

good faith; and  

(2) The unauthorized access, use, acquisition, or disclosure was in 

scope of authority of workforce member. 

(3) Examples: 

(a) Inadvertent email to wrong co-worker:  exception may 

apply 

(b) Unauthorized employee looks up PHI of neighbor:  

exception does not apply. 

b. Exception 2:  There is no Notification Requirement if the breach involved 

an inadvertent disclosure from one person authorized by Trust to have 
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access to PHI to another person authorized by the Trust to have access to 

PHI. 

c. Exception 3:  There is no Notification Requirement if the breach involved 

a disclosure where there is a good faith belief that the unauthorized person 

to whom the disclosure was made would not reasonably have been able to 

retain the PHI.   

(1) Examples: 

(a) EOB sent to wrong person, but was returned to the Trust 

unopened. 

(b) A report with PHI is handed to a wrong person, but is 

immediately pulled back before the person can read it.  

B. A Reportable Breach Has Occurred:  Timing Issues.  If it is determined that a 

Reportable Breach has occurred triggering a Notification Requirement, the second step in 

the procedures is to determine the Discovery Date of the Reportable Breach in order to 

determine the timing for giving notice of the Reportable Breach.   

1. Trigger:  Discovery of Reportable Breach.  The deadlines for giving Notices of 

Reportable Breaches are triggered from the date the discovery of the Reportable 

Breach occurs (“Discovery Date”).   

2. Discovery Date of the Reportable Breach.  The Discovery Date of the Reportable 

Breach is the earlier of the two following dates: 

a. Actual Knowledge.  The date that a workforce member (other than a 

workforce member who committed the Reportable Breach) knows of the 

Reportable Breach.   

(1) Employees must be trained to notify the Trust’s privacy officer or 

other responsible person immediately so the Trust can meet the 

deadlines.   

b. Deemed Knowledge.  The date that a Trust workforce member or agent of 

the Trust (other than the person who committed the Reportable Breach) 

would have known of the Reportable Breach if the person was exercising 

reasonable due diligence.   

(1) Reasonable due diligence is the business care and prudence 

expected from a person seeking to satisfy a legal requirement 

under similar circumstances. 

(2) The Trust must have reasonable systems and procedures in place to 

discover the existence of breaches. 
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c. Rules for Business Associates.  If a BA has a Reportable Breach relating 

to the Trust’s participants, the Trust is responsible for giving Notices of 

Reportable Breaches (the BA must give notice of the Reportable Breach to 

the Trust).   

(1) The Discovery Date for the Trust is the date that the Trust is 

informed of the Reportable Breach by the BA. 

(2) The Trust must require immediate notification of Reportable 

Breaches by BAs.    

(3) In the Business Associates Agreements with BAs, the Trust shall 

require that (1) the BAs report incidents involving breaches or 

possible breaches to the Trust’s Privacy Officer immediately upon 

discovery; (2) the BAs provide any and all information to the Trust 

as requested by the Trust regarding the Reportable Breach, 

including, but not limited to, the information described in D.1. 

below; and (3) the BAs have procedures and policies in place to 

comply with the HHS Breach Regulations, including appropriate 

workforce training regarding the procedures, policies, and the HHS 

Breach Regulations.  In addition the Trust may require the BAs to 

pay some or all of the costs relating to Reportable Breaches of 

unsecured PHI by the BAs, including, but not limited to, the costs 

of developing and providing notice(s) under the HHS Breach 

Regulations and mitigating the effects of such Reportable 

Breaches.  

3. Deadlines for Notices 

a. Notices must be given “without unreasonable delay” but in no event later 

than 60 calendar days after the “Discovery Date”. 

(1) This means that the investigation of whether there is a Reportable 

Breach and if so, to whom the Reportable Breach applies, must be 

done in a reasonable amount of time.   

(2) Examples: 

(a) Investigation is completed fifteen days after the Discovery 

Date.  Notices must be given shortly thereafter (20-25 days 

after the Discovery Date) because waiting until day 55 

would be an unreasonable delay.   

(b) Investigation is undertaken immediately and completed 57 

days after the Discovery Date.  Notice must be given by 60 

calendar days after the discovery date.   
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b. There is an exception to these rules if a law enforcement official requests 

that the Trust delay giving the Notices.   

c. Urgent Notices (see D. 3.) must be given sooner.  

C. Types of Required Notices of the Reportable Breach; Responsibility for Notices 

1. Notices to Individual (See Section D) 

a. Actual Notice 

b. Substitute Notice 

c. Urgent Notice 

2. Notice to Prominent Media Outlets. (if the Reportable Breach involved 501 or 

more residents of a State or other jurisdiction) (See Section E) 

3. Notice to HHS (See Section F) 

a. The Reportable Breach involved 500 or more affected persons:  immediate 

notice to HHS.   

b. Annual report to HHS of Reportable Breaches with less than 500 affected 

individuals.  

4. Privacy Officer Responsible for Notices.  The Trust’s Privacy Officer is 

responsible for the content of the Notices and for delivering the Notices in a 

timely manner in accordance with rules set forth below.    

D. Notice to Individuals.  The Notice to Individuals is always required and must be written 

in plain language.   

1. Required Contents of Notice to Individuals.  The Notice to Individuals must 

contain all of the following:     

a. A brief description of incident. 

b. If known, the date of the Reportable Breach and Discovery Date. 

c. Description of PHI involved in the Reportable Breach (for example, full 

name, SSN, address, diagnosis, date of birth, account number disability 

code, or other). 

d. The steps individuals should take to protect themselves.   Examples: 

(1) Contact credit card company 

(2) Contact credit bureaus  
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(3) Obtain credit monitoring services 

e. A description of what the Trust is doing to investigate the Reportable 

Breach.  Example: 

(1) Filing police report 

(2)  Reviewing security logs or tapes 

f. A description of what the Trust is doing to mitigate harm to individuals.  

g. A description of what measures the Trust is taking to protect against 

further breaches.  Examples:   

(1) Sanctions imposed on workforce members involved in the 

Reportable Breach 

(2) Encryption 

(3) Installing new firewalls 

h. Contact information where individuals can learn more about the 

Reportable Breach or ask other questions, which must include one of the 

following: 

(1) Toll-free phone number 

(2) Email address 

(3) Website 

(4) Postal address 

2. Forms of Notices to Individuals 

a. Actual Notice (see D.1 for required contents) 

(1) Sent first class mail to last known address of the individual(s). 

(2) Can be sent via email if the individual has agreed to receive 

electronic notices. 

(3) Sent to the parent of minor child 

(4) Sent to next-of-kin or personal representative of deceased person 

b. Substitute Notice.  The Substitute Notice must have the same contents as 

Actual Notice (see D.1. for required contents).   
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(1) If the Trust has insufficient or out-of-date addresses, then 

Substitute Notice is required.   

(2) If addresses of fewer than 10 living individuals are insufficient or 

out-of-date, Substitute notice can be given in the following 

manner: 

(a) Telephone notice 

(b) Notice in person 

(c) Email notice 

(3) If addresses of 10 or more living individuals are insufficient or out- 

of-date, Substitute Notice must be given in one of the two 

following manners: 

(a) Website.  Conspicuous posting on home page of the Trust 

website for 90 days, including toll-free number which can 

be called to obtain information about the Reportable Breach 

(i) Contents of the Notice (see D.1.) can be provided 

directly on website or via hyperlink. 

(b) Media.  Conspicuous notice in major print or broadcast 

media in the geographic areas where the individuals 

affected by the Reportable Breach likely reside, including 

toll-free number which can be called to obtain information 

about the Reportable Breach.   

(i) May have to give notice in both local media 

outlet(s) and state-wide media outlet(s)  

(4) Substitute Notice is only required for living persons. 

3. Urgent Notice 

a. The Urgent Notice is required where possible imminent misuse of 

unsecured PHI may occur.  

b. The Urgent Notice must be given by telephone or other appropriate means.  

c. The Urgent Notice is required in addition to the other Notices that are 

required.  Example: 

(1) Urgent Notice is given to Trust participant by telephone call.  The 

Trust must also send Individual Notice via first class mail to the 

Trust participant.   
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E. Notice to Media (Press Release) 

1. The Notice to Media is required where the Reportable Breach involves more than 

500 residents of Washington (or 500 residents of any one State or jurisdiction).  

Examples: 

a. Reportable Breach involves 600 residents of Washington:  Notice to 

Media required 

b. Reportable Breach involves 450 residents of Washington and 60 residents 

of Oregon.  Notice to Media not required.   

2. The Notice to Media must be given to prominent media outlets serving the State 

or jurisdiction.   

a. If the Reportable Breach involves residents of one city, the prominent 

media outlet would be the city’s newspaper or TV station.   

b. If the Reportable Breach involves residents of various parts of the state, 

the prominent media outlet would be state-wide newspaper or TV station.   

3. The Notice to Media must contain the required items listed in D.1.   

4. Like other Notices, the Notice to Media must be given without unreasonable 

delay, and at least within 60 calendar days of the discovery of the Reportable 

Breach. 

F. Notification to HHS Secretary 

1. Immediate Notice.  This Notice is required where the Reportable Breach 

involves 500 or more individuals, regardless of where the individuals reside.   

Example:   

a. Reportable Breach involves 450 residents of Washington and 60 residents 

of Oregon:   Notice to HHS required.   

b. Like other Notices, this Notice must be given without unreasonable delay, 

and at least within 60 calendar days of the discovery of the Reportable 

Breach. 

c. Notice will be given to HHS as directed on the HHS website. 

2. Yearly Report of Reportable Breaches.  If the Reportable Breach involves less 

than 500 individuals, the Trust must keep a log of the Reportable Breaches and 

submit a report on the Reportable Breaches to HHS every year by the last day in 

February (60 calendar days after January 1st) covering the Reportable Breaches 

which occurred in the preceding calendar year.  The reports will be given to HHS 
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as directed on the HHS website.  The Trust’s Privacy Officer is responsible for 

filing such reports.   

G. Training 

1. The Trust’s Privacy Officer shall cause appropriate workforce members of the 

Trust and/or Trust Sponsor to receive training in the rules described in these 

procedures.   

II.   WASHINGTON STATE BREACH NOTIFICATION RULES 

A. Requirements for Reportable Breach under Washington State Law.  There is a 

Reportable Breach under Washington law if the breach involves the following: 

1. Breach Involves Name Plus SSN, Driver’s License, or Financial Account 

Information. Washington state law only applies if the breach of  involves the 

first name or initial and last name together with one or more of the following: 

a. SSN 

b. Driver’s license number or Washington identification card number  

c. Account number or credit or debit card number in combination with any 

required security code, access code r password that would permit access to 

the person’s financial account 

2. Breach Involves Security of a Computer System.  Washington state law only 

applies if there has been an unauthorized acquisition by an unauthorized person of 

unencrypted computerized data that compromises the security, confidentiality, or 

integrity of the information described in A.1.   

3. Exception.  Notice is not required for technical breach of a security system that 

does not seem reasonably likely to subject the person to a risk of criminal activity.   

B. Notice Requirement.   If a Reportable Breach has occurred under Washington law, the 

Trust must disclose the breach to the individual “in the most expedient time possible and 

without unreasonable delay.”  Written notice (presumably sent to the person’s address) is 

the method to provide notice.  Substitute notice provisions apply if (1) the cost of 

providing written notice would exceed $250,000; (2) the number of persons is more than 

500,000; or (3) there is insufficient contact information for the person.  Substitute notice 

can be provided by email, by conspicuous posting on the Trust’s website, or notification 

to major statewide media.   
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APPENDIX 

 

 

Deidentified Information 

 

Health information is considered to be deidentified if the following identifiers of the individual 

or of relatives, employers, or household members of the individual, are removed: 

 

C. Names; 

D. All geographic subdivisions smaller than a State, including street address, city, county, 

precinct, zip code, and their equivalent geocodes.   

E. All elements of dates (except year) for dates directly related to an individual, including 

birth date, admission date, discharge date, date of death; and all ages over 89 and all 

elements of dates (including year) indicative of such age, except that such ages and 

elements may be aggregated into a single category of age 90 or older; 

F. Telephone numbers; 

G. Fax numbers; 

H. Electronic mail addresses; 

I. Social security numbers; 

J. Medical record numbers; 

K. Health plan beneficiary numbers; 

L. Account numbers; 

M. Certificate/license numbers; 

N. Vehicle identifiers and serial numbers, including license plate numbers; 

O. Device identifiers and serial numbers; 

P. Web Universal Resource Locators (URLs); 

Q. Internet Protocol (IP) address numbers; 

R. Biometric identifiers, including finger and voice prints; 

S. Full face photographic images and any comparable images; and 

T. Any other unique identifying number, characteristic, or code, and the Trust does not have 

actual knowledge that the information could be used alone or in combination with other 

information to identify an individual who is a subject of the information. 
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	Trust Agreement
	1. ESTABLISHMENT OF TRUST
	1.1 Name and Purpose: The Name of this Trust is the “Everett School Employee Benefit Trust”.  The purpose of the Trust is to provide payment for the benefits described in Section 1.4 to participating employees and their dependents.  
	1.2 Federal and State Law Compliance:  The Trust is a VEBA trust within the meaning of Section 501(c)(9) of the Code and is intended to qualify for exemption from federal income taxation.  The Trust is also an individual self-insurance program under Title 48, Chapter 62 RCW.  The Trust shall be interpreted consistent with the intent of Section 501(c)(9) of the Code and Title 48, Chapter 62 RCW and administered for the exclusive benefit of participating employees and their dependents, in a non-discriminatory manner, solely to provide benefits in accordance with the Trust.
	1.3 Trust Fund: The District delivered or caused to be delivered to the Trustees any assets required for 1984-85 school year pursuant to the collective bargaining agreement between the District and Association.  These assets (if any) and contributions hereinafter made by the District and Participants to the Trust, together with the income therefrom, constitute the trust fund (“Fund”).  The Trustees shall have exclusive authority and discretion to manage and control the Fund, except as hereinafter provided in Section 3.
	1.4 Benefits:  Any benefits designated by the Trustees may be funded through the Trust, provided the benefits are described in Section 501(c)(9) of the Code.  
	The Trust provides the following benefits: 
	(a) Medical and prescription drug benefits funded by the Trust and administered by a third party administrator selected by the Trustees to administer such benefits. Benefit provisions are contained in the documents identified in Appendix I.
	(b) Medical benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized by the State of Washington to transact insurance in the State of Washington.  Benefit provisions are contained in the contract or contracts identified in Appendix I.
	(c) Employee assistance benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized by the State of Washington to transact insurance in the State of Washington. Benefit provisions are contained in the contract or contracts identified in Appendix I.
	(d) Dental benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized to transact insurance in the State of Washington.  Benefit provisions are contained in the contract or contracts identified in Appendix I.
	(e) Basic life and accidental death and dismemberment benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized by the State of Washington to transact insurance in the State of Washington.  Benefit provisions are contained in the policy identified in Appendix I.
	(f) Long term disability benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized by the State of Washington to transact insurance in the State of Washington.  Benefit provisions are contained in the policy identified in Appendix I.
	(g) Voluntary short-term disability, supplemental life and long-term care benefits funded through insurance purchased by the Trust from an entity selected by the Trustees that is licensed or authorized by the State of Washington to transact insurance in the State of Washington. Benefit provisions are contained in the policy identified in Appendix I.

	1.5 Participation: The individuals entitled to benefits hereunder shall be:
	(a) those employees of the District who are not covered by a collective bargaining agreement and who are employed on a full-time or part-time basis as determined by the District; 
	(b) those employees of the District who are designated as eligible employees in the collective bargaining agreement between the District and the Association; 
	(c) those employees of the District who are covered by a collective bargaining agreement between the District and a union, other than the Association, which provides for participation in Trust benefits; and
	Any union or employee group which shall hereafter become parties to this Trust or receive benefits from same shall accept the terms of this Trust by written instrument, and shall agree to be represented by and be bound by the action of the Trust.

	1.6 Administrator: The Administrator of the benefit provided hereunder shall be the Trustees.
	1.7 Withdrawal from Trust; Forfeiture of Interest: In the event that any participating employee group, other than the District or Association, elects to terminate its participation in this trust and to withdraw from same, said withdrawing employee group shall forfeit its interest in any contingency reserves, initial deposits, refunds, surpluses, earnings, residual funds, dividends or other assets owned or held by the Trust and said property shall  be  used  for  the benefit of the remaining employees participating in the Trust for the purposes of this Trust.

	2. CONTRIBUTIONS TO THE FUND
	2.1 Time and Amount of Contributions: Contributions to the Fund by the District with respect to participants who are not covered by a collective bargaining agreement shall be made at such times and in such amounts as necessary to provide the benefits described herein.  District contributions with respect to an association or union participant shall be determined by the collective bargaining agreement between the District and association or union which covers such participant, and shall be made at such times as required by the collective bargaining agreement.  The Trustees shall determine the amount of Participant contributions, if any, necessary to obtain each benefit. Participant contributions are voluntary.
	2.2 Accountability of Trustees: The Trustees shall be accountable only for the contributions actually received.  The Trustees shall be under no duty to see that the contribution made to the Fund comply with the provisions of the collective bargaining agreement or benefit contracts, and shall not be obligated to collect contributions from participants.  The Trustees shall have all the authority necessary to take appropriate action for the purpose of collecting contributions to the Trust, including if necessary, the authority to institute legal proceedings for such purposes.
	2.3 Return of Contributions: Contributions may be returned to a participant or the District as appropriate if the contribution is made by reason of a mistake of fact (or law if permitted by applicable federal law) and such contribution to the extent of the mistaken amount is returned within one year of its payment.

	3. MANAGEMENT OF THE FUND
	3.1 Investment of the Fund In Cash Equivalents: Such portion of the assets of the Fund as, in the opinion of the Trustees, are required for the payment of benefits shall be deposited in one or more bank accounts with such bank or banks as the Trustees shall designate.  The remaining assets of the Fund shall be invested by the Trustees in accordance with section 4 below.
	3.2 Distribution of Benefits: The Trustees shall distribute benefits under the Plan.  The Trustees may delegate this duty to a third party administrator by authorizing such administrator to withdraw and distribute directly from the Trust’s bank accounts, the benefits to which participants may be entitled.  The Trustees need not see to the application of said distributions and shall not be liable for any payment made by them or a third party administrator in good faith, without actual notice or knowledge of a change in the condition or status of any person affecting his or her right to receive payments hereunder.
	3.3 Correction of Errors: Any mistake in any direction, certificate, notice, or other document furnished or issued by the Trustees in connection herewith may be corrected when the mistake becomes known and the Trustees may direct any adjustment or action which they deem practicable under the circumstances to remedy the mistake.

	4. POWERS AND DUTIES OF TRUSTEES
	4.1 Investment: The Trustees shall invest and reinvest the portion of the assets of the Fund not designated under section 3.1 to be deposited in a bank account or accounts, and the income and earnings thereon.  The Trustees are specifically authorized to invest a portion of the Fund in deposits which bear a reasonable interest rate in a bank or similar financial institution supervised by the United States or a state, irrespective of whether such bank or similar financial institution is a fiduciary with respect to this Trust Agreement. 
	4.2 Trustees’ Powers: The powers and authority or the Trustees shall be exercised solely in a fiduciary capacity consistent with and in the furtherance of the purpose of this Trust and not otherwise.  With respect to the assets of the Trust held hereunder, Trustees shall have the following powers and authority:
	(a) To manage, acquire and dispose of such assets;
	(b) To acquire securities or other property by purchase or subscription;
	(c) To sell, exchange, convey, transfer or otherwise dispose of any securities or other property held by it by private contract or at public auction;
	(d) To collect and reinvest the income of such assets;
	(e) To cause any securities or other property unregistered to be registered in their own name or in the name of one or more of their nominees, and to hold any investment in bearer form, but the books and records of Trustees shall at all times show that all such investments are part of the Fund;
	(f) To make, execute, acknowledge and deliver any and all documents of transfer and conveyance and any and all other instruments that may be necessary or appropriate to carry out their powers and duties hereunder;
	(g) To vote any securities held in the Fund; 
	(h) To institute any legal action or to appear or participate in any legal action to which they may be made a party, but only on the undertaking of the Fund, or the District and Association to defray all expenses or losses incident thereto;
	(i) To borrow money for purposes of the Trust and to execute and deliver notes, mortgages, pledges or other instruments as may be necessary in connection therewith;
	(j) To do all such acts and exercise all such rights and privileges, although not specifically mentioned herein as Trustees deem necessary to administer the Fund and carry out the purposes of the Trust;
	(k) To delegate and allocate by resolution specific responsibilities, obligations and duties imposed by the Trust to one or more Trustees or to committees composed of any number of Trustees;
	(l) To review, adjust. and settle, in their discretion, any claims brought by or against them as Trustees.

	4.3 Expenses: Trustees shall be reimbursed from the Fund for expenses reasonably incurred but shall not be entitled to compensation for the performance of their duties as Trustees.  All reasonable expenses which are necessary to operate and administer the Fund, including fees paid to persons employed pursuant to section 4.5 shall be paid from Trust assets.
	4.4 Accounting: The Trustees, within a reasonable period following the close of the Trust Accounting Period and such other times as the Trustees may designate, shall render to the District and Association an account of its administration of the Trust Fund during the preceding Accounting Period or the period elapsed since their last accounting.  The records of the Trustees and their designated administrators shall be open to inspection by representatives of the District and Association at all reasonable times.
	4.5 Employment of Other: The Trustees are authorized to delegate and allocate ministerial duties to others, to engage such persons, counsel and agents, and to obtain such administrative, clerical, medical, legal, audit and actuarial services, as it may deem necessary in carrying out the provisions of the Trust.
	4.6 Interpretation and Employment of Counsel: The interpretations placed on this agreement and its terms by the Trustees shall, in the absence of fraud, be conclusive, and in case any dispute or doubt arises as to the construction of this instrument or the rights, liabilities, or duties of the Trustees under it, the Trustees may employ counsel, who may not be counsel for the District or Association, and take advice of such counsel as they may select and shall be fully protected in acting upon and following such advice.  The Trustees shall be entitled to be reimbursed from the Fund for the expense so incurred.
	4.7 Action by the Trustees: The decision or act of a majority of the Trustees upon any matters, whether with or without a meeting shall be controlling; provided, all such Trustees were given the opportunity to vote on such decision or act.  The Trustees may by written instrument designate any one or more of them to execute on behalf of the Trustees any document to effectuate their actions and may, by written instruments, revoke or change any such designations.  The following shall govern the decision making processes of the Trustees:
	(a) Trustees shall meet as often as necessary to carry out the purpose and objectives of this Trust; provided, there shall be at least one meeting of the Trustees in each calendar year.
	(b) The Chairperson may schedule meetings with seventy-two (72) hours notice.  In cases of emergency, the seventy-two (72) hour notice is not required.  Further, any two (2) Trustees may call a meeting of the Trustees at any time by giving at least ten (10) days written notice of the time and place of the meeting to each of the other Trustees.  Meetings of the Trustees may also be hold at any time without notice if all of the Trustees consent thereto.
	(c) Decisions or actions of the Trustees taken at any meeting shall be determined by majority vote of the Trustees present at the meeting, provided that a quorum is present.  A quorum shall require four (4) Trustees be present with at least 50 percent of those Trustees present representing District.  No proxy voting shall be allowed.  In the event of a deadlock among the Trustees, no decision or action shall be taken by the Trustees.
	(d) The Trustees shall select among themselves a Chairperson and Secretary who shall serve for terms of one fiscal year and until their successors are selected.  For the first year of existence of this Trust the Chairperson position shall be filled from the District appointed Trustees and the Secretary position shall be filled from the Association appointed Trustees.  For the second and all succeeding years, the position of Chairperson and Secretary shall alternate between the respective Trustee groups.  Each Trustee group shall select the individual who will serve in the appropriate capacity from among its own members by majority vote.

	4.8 Bonding: The Trustees shall be bonded as required by applicable law.  The costs of premiums for such bonds shall be paid out of the Fund.  
	4.9 Determination of Rights: The Trustees shall have complete authority to determine, in accordance with the provisions of the Appendices the existence or nonexistence, nature and amount of the rights and interest of all persons in the Fund and under the Appendices. The Trustees shall have authority to enforce the agreement on behalf of any and all, persons having or claiming any interest in the Fund.  In any action or proceeding affecting the Fund the Trustees shall be the only necessary parties, and no employee or former employee of the District or any other person having or claiming to have an interest in the Fund shall be entitled to any notice or process.  Any judgment which may be entered in any such action or proceeding shall be binding and conclusive on all persons having or claiming to have any interest in the Fund.
	4.10 Evidence of District or Association Action: Any action by the District or Association pursuant to any of the provisions of this Trust shall be evidenced by a written instrument executed by the District or Association respectively or by any person or persons authorized from time to time by the District or Association respectively to take such action as its representative or representatives. The Trustees shall be fully protected in taking or omitting any action in accordance with written directions reasonably appearing to conform with the foregoing provision.
	4.11 Records: The Trustees shall maintain records of participant contributions, District contributions, and benefits paid to or on behalf of participants.  The exact nature of medical disabilities giving rise to claims shall be confidential to the provider and participant, unless disclosure is otherwise allowed by law.
	4.12 Reports: The Trustees shall file or cause to be filed all annual reports, returns, and financial and other statements as required by any federal or state statute, including RCW 48.62.091, agency, or authority, within the time prescribed by law or regulation for filing said documents; and to furnish such reports, statements, or other documents to such participants and beneficiaries as required by federal or state statute or regulations, within the time prescribed for furnishing such documents.

	5. RESIGNATION, REMOVAL, AND SUCCESSION OF TRUSTEE
	5.1 Removal of Trustee: The District may remove any Trustee appointed by the District at any time by delivery to such Trustee, and to the other Trustees then acting, an instrument signed by the District.  Likewise, the Association may remove any Trustee appointed by the Association at any time by delivery to such Trustee and to the other Trustees then acting, an instrument signed by the Association.
	5.2 Resignation of Trustee: Any Trustee may resign, without the permission of any court or judge and without first accounting for his actions as Trustee, by giving written notice to the District, Association and to the other Trustees then acting, but the foregoing shall not relieve any Trustee so resigning of the obligation ultimately to account for his or her actions as such Trustee.
	5.3 Appointment of Successor Trustees: In the event of the death, resignation or removal for any reason of any Trustee, a successor Trustee may be appointed by an instrument signed by the District or Association, accepted in writing by such successor Trustee, copies of which shall be delivered by the District or Association to the other Trustees then acting.  The District shall appoint the successor of a District Trustee and the Association shall appoint the successor of an Association Trustee.  No vacancy or vacancies in the position of Trustee shall impair the power of the remaining Trustees to act in the manner herein provided for the purpose of administering the affairs of this Trust.
	5.4 Change In number of Trustees: The number of Trustees may be changed from time to time by the District and Association; provided, however, that the number thereof (except for temporary vacancy periods created by death, resignation or removal from office) shall not be less than three District Trustees and three Association Trustees.

	6. AMENDMENT OR TERMINATION
	6.1 Amendment: The District and Association shall have the right at any, time, and from time to time, to amend this Trust, in whole or in part, retroactively or otherwise.  In no event shall any such amendment cause this Trust to be used for any purpose other than the payment of benefits to participants and their dependents and beneficiaries or permit the net earnings of the Fund to inure other than by payment of benefits, to the benefit of any private shareholder or individual. 
	6.2 Termination: This agreement and the Trust hereunder may be terminated at any time by the District, Association, or both, upon written notice delivered to the Trustees and the other party. Upon termination of the Trust for any reason, the Trustees shall make such distributions as they deem appropriate, after reserving from the assets of the Fund such amount as they reasonably shall deem necessary to provide for any sums chargeable against the Fund for which the Trustees may be liable, or for payment of expenses in connection with the settlement of their accounts or otherwise, except the assets of the Fund upon such termination shall be used solely for providing benefits to participants and their dependents and beneficiaries and no part of the net earnings of the Fund shall inure, other than by payment of benefits, to the benefit of any private shareholder or individual.  The Trustees, upon receipt of any direction from the District and Association upon termination, shall be under no duty to inquire into the propriety or validity thereof. 
	6.3 Continuation of Powers and Duties of Trustees: From and after the date of the termination of the Trust and until the final distribution of the assets of the Fund, the Trustees shall continue to have all the powers and duties provided under this agreement which are necessary and expedient for the orderly liquidation and distribution of the assets of the Fund.
	6.4 Duration of the Trust: Unless sooner terminated in accordance with section 6.2, this agreement and the Trust created hereby, shall continue for such time as the benefits hereunder are to be provided and as long thereafter as may be necessary for liquidation and distribution of the assets of the Fund.

	7. MISCELLANEOUS
	7.1 Accounting Period: The annual accounting period for the Trust shall be the twelve month period commencing July 1 and ending June 30.
	7.2 Applicable Law: This agreement shall be construed in accordance with applicable federal law and, to the extent otherwise applicable, the laws of the State of Washington.
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